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MOBILE CELLULAR NETWORK
BACKHAUL

INCORPORATION BY REFERENCE TO ANY
PRIORITY APPLICATIONS

Any and all applications for which a foreign or domestic
priority claim is identified in the Application Data Sheet as
filed with the present application are incorporated by refer-
ence under 37 CFR 1.57 and made a part of this specification.

BACKGROUND

A cellular network typically include multiple stationary
eNodeBs, base stations, or the like, in different locations that
communicate with a mobile telephone switching office
(MTSO) and/or one or more core network components (gen-
erally referred to as the core or core network) that are
remotely located from the different base stations. The MTSO
or mobile core determines how calls are routed between the
base stations and enables the base stations to communicate
with each other for handover purposes. If a base station can-
not communicate with the MTSO or mobile core, or the rest
of the network, all communications at that base station are
lost and user equipment (UE) in corresponding network areas
cannot communicate with other UEs, evenifthe UEs trying to
communicate with each other are in the same network area. In
addition, the base stations are built to be stationary so that
UESs within a particular area always have network access.

Furthermore, when a user moves from one network to
another network, the mobile cores of the two networks com-
municate with each other to handle the handover and other
configuration details (e.g., a core network component of the
first cellular network communicates with a core network
component of the second cellular network). In addition to
communicating for handover purposes, core network compo-
nents from different cellular networks may also communicate
in order to route data (e.g., voice data, video data, application
data, control data, etc.) from a user in a first cellular network
to another user in a second cellular network. Due to the large
number of users in each network, the amount of data that is
transmitted between core network components, and the desire
to free up wireless spectrum, it is preferable that the mobile
cores communicate via wired communication. However,
when wired communications are not available, in some
instances, core network components can communicate via
satellite and/or microwave transmissions.

Many locations throughout the world lack a network infra-
structure that would enable users to communicate via a typi-
cal telephone or cellular network. In such locations it can be
difficult for users to communicate effectively. Users must
often rely on technologies that are more expensive, have
lower bandwidth, or have limited use distances, such as sat-
ellite phones, half-duplex radio transceivers, etc. Further-
more, these locations often lack the resources to create the
network infrastructure necessary for a cellular network, such
as cell towers, base stations (or the like), switching stations,
etc. In some circumstances, such as war zones, etc., building
the network infrastructure for such communications is not
feasible due to the transient nature of military personnel and
equipment. For example, for a communications command
center in a battlefield area, mobility can be an important
feature to allow the command center to adapt to the changing
battlefield conditions. Thus, stationary network technologies
can be ineffective.

SUMMARY

One device that can be used to improve communications in
such environments is a mobile cellular network (MCN) com-
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munication system, also referred to as a network-in-a-box
(NIB). The NIB can include all of the components of a typical
cellular network, but residing in one location (e.g., co-lo-
cated, in the same room, container, rack, area, vehicle, etc.).
Further, the NIB does not need to communicate with other
nodes, base stations (or the like), or an MTSO to provide
complete cellular network functionality to endpoints (e.g.,
UEs, servers, etc.) within a covered area. In addition, as the
NIB moves, the network coverage moves with it. Thus, NIBs
can create a cellular network within a limited area that allows
user equipment (or other endpoints) within that area to com-
municate with each other. One example of a commercially
available NIB, or MCN communication system, is the
Xiphos™ available from Oceus Networks.

Furthermore, in some embodiments, where multiple MCN
communication systems provide multiple mobile cellular net-
works, they can communicate with each other for handovers
and data routing, etc.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a block diagram of an embodiment of a MCN
communication system.

FIG. 2 is a diagram of two sets of related MCN communi-
cation systems and their respective MCNs.

FIGS. 3A-3F are data flow diagrams illustrating various
non-limiting embodiments of backhaul communications
between various MCN communication systems.

FIG. 4 is a flow diagram illustrative of an embodiment of a
routine implemented by a MCN communication system for
encapsulating a packet.

FIG. 5 is a flow diagram illustrative of an embodiment of a
routine implemented by a MCN communication system for
processing an encapsulated packet.

FIG. 6 is a flow diagram illustrative of an embodiment of a
routine implemented by a MCN communication system for
processing an incoming packet.

DETAILED DESCRIPTION

MCN communication systems can be deployed in areas
where cellular networks are not available. As mentioned pre-
viously, each MCN communication system can provide a
portable, self-contained cellular network for devices in
respective coverage areas. In some cases, such as when a
device moves from one coverage area to another coverage
area, or data is routed from a device in one coverage area to
another coverage area, the mobile core network components
of the MCN communication systems can communicate the
relevant information to each other via a backhaul. The data
that is communicated via the backhaul can include control
plane data (e.g., data that relates to the control, configuration,
and/or authentication of the coverage area and/or UEs in the
coverage area) and/or data/user plane data (e.g., user traffic
data, such as voice data, video data, application data, mes-
saging data, etc.).

In some embodiments, the MCN communication systems,
such as one or more mobile core network components, can
use the same communication standard that is used to provide
communication links to UEs or other devices in a particular
coverage area to communicate with each other for backhaul
communications. For example, if a MCN communication
system provides a 4G LTE network to devices in a particular
coverage area, the mobile core network components of the
MCN communication system can communicate with the
mobile core network components of another MCN commu-
nication system using the 4G LTE standard, as well. In this
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way, reliance on additional standards and/or technologies can
be reduced and a common standard can be used for both
end-user communications between a MCN communication
system and UEs and for backhaul communications between
MCN communication systems. In some instances, one or
more of the MCN communication systems can communicate
with other MCN communication systems, the Internet, or
other network, using a different standard, such as satellite
communication, etc.

In addition, in some embodiments, one or more MCN
communication systems can register with another MCN com-
munication system as UEs of the MCN communication sys-
tem. In this way, communications to/from the one or more
MCN communication systems and the other MCN commu-
nication system (e.g., backhaul communications) can be
similar to communications between a UE and a MCN com-
munication system.

Packets

In some embodiments, such as in an IP network architec-
ture, the data that is transmitted to and from a MCN commu-
nication system can be in the form of IP data packets. In some
embodiments, the packets can include a source identifier, a
destination identifier, a network identifier, and/or one or more
session identifiers. In certain embodiments, the packets do
not include a source/destination identifier. For example, such
as when a UE is registering with a MCN communication
system, a packet can include a request to establish communi-
cation with a particular MCN communication system, but
may not include a source/destination identifier for the par-
ticular MCN communication system or a destination identi-
fier for the destination of the packet. In some cases, such as
after a UE has registered or established communication with
a MCN communication system, the packets may not include
a network identifier. In such cases, the source/destination
identifiers and/or the session identifiers can be for communi-
cations between an endpoint and a MCN communication
system.

The source and destination identifiers can include, but are
not limited to an address, such as an IP address or MAC
address, or other identifier, that can identify the source and
destination of the packet, respectively. In some embodiments,
the source and/or destination can be a UE, a server, a MCN
communication system (e.g., one or more of the components
of a MCN communication system), etc.

The network identifier can include, but is not limited to an
access point name, or other identifier that can identify the
MCN communication system with which a UE wants to reg-
ister (registered MCN). As a non-limiting example, a UE may
be in the coverage area provided by a first MCN communi-
cation system (the local MCN), but the network identifier
may indicate that a second MCN communication system is to
process the packets from the UE. For instance, the UE may
want to communicate with a server or another UE that is
accessible via the second MCN communication system, but is
not accessible via the first MCN communication system.

The session identifiers can include, but are not limited to
tunnel endpoint IDs or other identifiers that can provide a
communication pathway between a UE and the MCN with
which it is registering or registered. For example, the session
identifier can uniquely identify a UE within a covered area to
the MCN communication system of the covered area (the
local MCN), whether or not the UE is registered with the local
MCN, and to the registered MCN. In some embodiments, the
session identifiers can provide sufficient information to
enable communications between a UE and the registered
MCN regardless of the location of the UE. Furthermore, the
session identifiers can include identifiers that enable the local
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MCN (whether it is the same or different from the registered
MCN) and UE to identify each other and communicate
directly.

As a non-limiting example, once a UE has registered with
a MCN communication system (the registered MCN), the
session identifiers can provide information regarding the
location of the UE (e.g., the identity of the local MCN, such
as when it is different from the registered MCN), how to
access the UE (e.g., routing information), and/or unique iden-
tifiers that enable the UE to communicate with the local MCN
and/or the registered MCN.

For example, if the local MCN is different from the regis-
tered MCN, the session identifiers can include IP addresses
and/or routing information about the local MCN to the reg-
istered MCN and vice versa. With continued reference to the
example, the session identifiers can be used by the local MCN
to determine that all packets received from the UE are to be
routed to/processed by the registered MCN.

As used herein, a user packet can refer to a packet that is
communicated to/from an end user device, such as a server,
UE, application, etc. from/to a MCN communication system.
In some embodiments, a user packet can be communicated
via wired or wireless communication. In certain embodi-
ments, a user packet is communicated to a MCN communi-
cation using a wireless communication standard, such as, but
not limited to 3G, 3GPP, 4G, 4G LTE, mobile WiMAX, etc.

As used herein, an inter-MCN packet can refer to a packet
that includes a user packet embedded inside and is commu-
nicated between MCN communication systems and/or
between components or subcomponents of a MCN commu-
nication system (e.g., from a PGW of one MCN communica-
tion system to a SGW of another MCN communication sys-
tem, etc.). An inter-MCN packet can be transmitted via wired
or wireless communication. In some embodiments, inter-
MCN packets are communicated between MCN communi-
cation systems using general IP routing techniques and/or
using typical backhaul communications (e.g., wired, satellite,
microwave). In some instances, inter-MCN packets are used
when communications are directed to a UE. In certain
embodiments, inter-MCN packets are not used, or are omit-
ted, for some communications directed to devices other than
user equipment, such as servers, etc.

As used herein, a carrier packet can refer to a packet that
includes a user packet and/or an inter-MCN packet embedded
inside and is and is transmitted between MCN communica-
tion systems and/or between components or subcomponents
of a MCN communication system (e.g., from a backhaul
routing component of one MCN communication system to a
backhaul routing component of another MCN communica-
tion system). In some embodiments, the carrier packet is
communicated between MCN communication systems using
a wireless standard that is similar to, or the same as, the
wireless standard used to communicate user packets from a
UE to a MCN communication system.

MCN Communication System

FIG. 1 is a block diagram of an embodiment of a MCN
communication system 100 and at least some of its compo-
nents. In the illustrated embodiment, the MCN communica-
tion system 100 includes a radio access component 150,
which can be used to send/receive wireless communication
to/from the MCN communication system, a control and data
component 152, a data store 154, and a backhaul routing
component 156. The MCN communication system 100 can
further include and/or can communicate with an antenna,
satellite dish, and the like, to receive data from UEs, other
MCN communication systems, satellites, and the like. In
certain embodiments, the MCN communication system 100
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can communicate with multiple eNodeBs, base stations, or
the like, to increase its coverage area. In addition, as men-
tioned above, in an IP network architecture, the received/
transmitted data can all be in the form of IP data packets.

Insome embodiments, each of the components of the MCN
communication system 100 can include an identifier, such as
an IP address, MAC address, etc. Furthermore, in certain
embodiments, the MCN provided by the MCN communica-
tion system can include a network identifier, such as an access
point name. As mentioned, above, packets can use the net-
work identifier of the MCN communication system to iden-
tify the MCN communication that is to process the packet
and/or that can access a particular destination, etc.

In some embodiments, the MCN communication system
can function in an independent mode where communication
with other MCN communication systems or a backhaul com-
munication is limited or non-existent. In such embodiments,
upon receiving a packet of data, the first MCN communica-
tion system can refer to alook-up table stored in a data storage
device to determine whether a destination identifier of the
packet is within its covered area. If the destination is within
the covered area (e.g., another UE within the covered area, a
component of the MCN communication system, etc.), the
MCN communication system can transmit the data to the
destination. The data can include any one or more types of
communications, including, but not limited to, user plane data
(e.g., voice data, video data, e-mail, SMS data, picture data,
files, requests for information, etc.) or control plane data. If
the first MCN communication system determines that the
destination is not within its covered, the first MCN commu-
nication system can transmit a message to the source that
communication with the destination is not available, etc.

The MCN communication system can also function in a
networked mode such that communication with a destination
is available even if the destination is not located within the
MCN communication system’s covered area. In some
instances, the destination may be accessible via the Internet
(e.g., via satellite or wired communication) or microwave
communication, or may be accessible at another MCN com-
munication system that is related to the MCN communication
system and/or is accessible without using a typical backhaul
link.

As will be described in greater detail below, when in the
networked mode, multiple MCN communication systems can
be related together. When related together, in some embodi-
ments, backhaul communications between the MCN commu-
nication systems can be done using the same wireless stan-
dard or technology as communications between a UE and a
MCN communication system 100. In addition, in certain
embodiments, when in the networked mode multiple MCN
communication systems can be associated together and/or
networked together as described in greater detail in U.S.
application Ser. No. 13/972,112, filed Aug. 21, 2013, entitled
MOBILE CELLULAR NETWORKS, incorporated herein
by reference in its entirety.

Furthermore, when related together, the MCN communi-
cation systems can have different functionality depending on
their relationship with the other MCN communication sys-
tems. For example, as described in greater detail below with
reference to the backhaul routing component 156, when
related together, one of the MCN communication systems can
be designated as a host MCN communication system, while
the remaining MCN communication systems can be desig-
nated as client MCN communication systems and/or relay
MCN communication systems.

In some embodiments, the client and relay MCN commu-
nication systems can be related to the host MCN communi-
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cations system by being registered to the host MCN commu-
nication system, similar to the way in which UEs are
registered with a MCN communication system. In such
embodiments, the host MCN communication system can
communicate with the client and relay MCN communication
systems as UEs of the host MCN communication system
(e.g., packets to/from the client and relay MCN communica-
tion systems can be treated similar to the way packets from
UEs registered with the host MCN communication system
are treated, etc.).

Furthermore, in some instance, by registering the client
and relay the MCN communication systems with the host
MCN communication system as UEs, a UE can move from
the covered area of a first MCN communication system to the
covered area of a second MCN communication system with-
out disrupting the service of the UE. As the UE moves from
the first MCN communication system to the second MCN
communication system, the first and second MCN commu-
nication system an effectuate a handover that updates which
MCN communication system is the local MCN for the UE.
The registered MCN for the UE can similarly update its
routing table and any session identifiers in order to continue
providing a communication pathway or link for the UE.

As part of the registration, the client and relay MCN com-
munications systems can share one or more identifiers with
the host MCN communication system. The one or more iden-
tifiers can correspond to components or subcomponents of
the client/relay MCN communication system and/or to serv-
ers or other devices with which the client/relay MCN com-
munication system can communicate (e.g., a server that has
wired communication with the client/relay MCN communi-
cation system). The host MCN communication system can
use the identifiers to generate a routing table that can be used
when a destination of a packet corresponds to the component,
subcomponent, server, or other device that can be accessed
via the client/relay MCN communication system. In a similar
manner, client MCN communication systems can be regis-
tered with relay MCN communication systems.

With continued reference to FIG. 1, the control and data
component 152 can be implemented using one or more com-
puter processors, FPGAs, microcontrollers, etc., and can per-
form the various operations of the MCN communication sys-
tem 100. In an IP network architecture, such as 4G LTE, the
control and data component 152 can include a packet data
network gateway (PGW), serving gateway (SGW), mobility
management entity (MME), and policy and charging rules
function (PCRF).

The PGW can provide the IP traffic interface between the
UE and external IP networks. Together with the SGW, the
PGW can route all IP packets between the UE and the external
IP network. The PGW can perform policy enforcement,
packet filtering for each UE, charging support, packet screen-
ing, quality of service, EPS network support, static policy,
IPv4 packet data network (PDN), and network address sup-
port. The PGW can also provide support for mobility between
3GPP and non-3GPP technologies such as WiMAX and
3GPP2, etc.

The SGW can route and forward user data packets, and
work with the PGW to handle user data between the radio
access component and external IP networks. The SGW can
route the user data from the UE to the PGW or from the PGW
to the UE, and provide support during inter-MCN communi-
cation system handovers. For idle state UEs, the SGW can
terminate the downlink data path and trigger paging when
downlink data arrives for the UE. The SGW can also manage
and store UE contexts, e.g. parameters of the IP bearer ser-
vice, network internal routing information.
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The MME can be responsible for attaching and detaching a
UE from the MCN communication system and authenticating
the user (by interacting with the home subscriber server
(HSS), described in greater detail below). Furthermore, the
MME can be responsible for choosing the SGW and PGW for
a UE, and can manage PDN connections. In addition, the
MME can be responsible for UE tracking and paging proce-
dures including retransmissions.

The PCRF can provide network control regarding the ser-
vice data flow detection, gating, quality of service, and flow
based charging towards a Policy and Charging Enforcement
Function (PCEF) contained in the PGW. The PCRF can con-
tain a database holding dynamic policy and charging rules
information for the MCN communication system.

Similarly, the control and data component 152 can perform
the attachment and detachment of UEs, authentication proce-
dures, gateway selection, managing PDN connections, UE
tracking and paging, etc. The control and data component 152
can also handle the user data between the radio access com-
ponent and an external IP network, packet routing and for-
warding, handover functions between MCN communication
systems, packet buffering initiation of network triggered ser-
vice request procedures, quality of service policy enforce-
ment, static policy, subscriber location management, sub-
scriber data, and the like. In addition, the control and data
component 152 can perform additional procedures as
described in greater detail in U.S. application Ser. No. 13/972,
112, previously incorporated herein by reference.

The data store 154 can include data regarding the UEs in
communication with the MCN communication system 100
and within the coverage area corresponding to the MCN
communication system 100, such as UE location, authentica-
tion keys, etc. In some embodiments, such as an IP network
architecture, such as a 4G LTE network, the data store 154 can
include a home subscriber server (HSS). In addition, the data
store 154 can include information regarding other MCN com-
munication systems 100 that are related to the MCN commu-
nication system 100.

The HSS can include subscription information for all UEs
(including client MCN communications systems that are reg-
istered as UEs) associated with the MCN communication
system, such as all the UEs located within the covered area of
a MCN communication system and/or the UEs located within
the covered area of related or associated MCN communica-
tions systems. The HSS can store, for example, authentication
parameters, security keys, and subscription information for
UEs within the MCN of the MCN communication system or
associated with the MCN communication system. Further-
more, the HSS can include subscriber location information
and be involved with subscriber data handling, authentication
procedures, etc.

Similarly, the data store 154 can further include data iden-
tifying other related MCN communication systems. In some
cases, the data identifying the other related MCN communi-
cation systems can be used to communicate with the other
MCN communication systems.

As a non-limiting example, if the MCN communication
system 100 is a host MCN communication system, the data
store 154 can include data identifying one or more client or
relay MCN communication systems of the host MCN com-
munication system, other host MCN communication sys-
tems, clients of other host MCN communication systems,
standalone MCN communication systems, etc., with which
the MCN communication system can communicate (e.g., for-
ward data to or receive data from). In addition, the data can
include information regarding one or more devices that are in
communication with the client/relay MCN communication

10

15

20

25

30

35

40

45

50

55

60

65

8

systems, such as servers that are co-located and/or in com-
munication with the client/relay MCN communication sys-
tem.

The information in the data store 154 regarding the other
MCNs can enable the MCN communication system 100 to
communicate with the other MCN communication systems
and/or the devices in communication with the other MCN
communication systems. For example, the information in the
data store 154 can include a routing table on how a particular
MCN communication system can be reached (e.g., an IP
address for the MCN communication system and/or an IP
address of a MCN communication system that can commu-
nicate with the MCN communication system), how a server
that is co-located with a particular MCN communication
system can be reached, etc. Additional information can be
stored in the data store 154, as described in greater detail in
U.S. application Ser. No. 13/972,112, previously incorpo-
rated herein by reference.

In some embodiments, if the MCN communication system
is a client MCN communication system, the data store 154
can include data identifying the host MCN communication
system to which the client MCN communication system is
related and/or any relay MCN communication system that
can be used to communicate with the host MCN communi-
cation system. For example, in some embodiments, a client
MCN communication system can include data similarto a UE
that is registered with the host MCN communication system
that allows the client MCN communication system to com-
municate with the host MCN communication system as a UE
of the host MCN communication system.

In certain embodiments, such as when the MCN commu-
nication system is a relay MCN communication system, the
data store 154 can include data identifying one or more client
or other relay MCN communication systems with which it
can communicate, the host MCN communication system to
which the relay MCN communication system is related, and/
or any additional relay MCN communication system that can
be used to communicate with the host MCN communication
system.

The backhaul routing component 156, which can also be
referred to as a routing module, can be implemented using
one or more computer processors, FPGAs, microcontrollers,
etc., and can perform various operations of the MCN com-
munication system 100. In some embodiments, the backhaul
routing component 156 can be implemented as part of the
control and data component 154 and/or can be implemented
separately.

In certain embodiments, the backhaul routing component
156 can be used to perform the various functions identified
herein as being performed by a host MCN communication
system, relay MCN communication system, and/or client
MCN communication system.

Host/Relay/Client MCN Communication Systems

For example, when a MCN communication system oper-
ates as a client MCN communication system, it can, in addi-
tion to providing an independent network to devices within its
MCN, include information regarding other MCN communi-
cation systems as discussed in greater detail below (e.g.,
routing or identifier information of a host or relay MCN
communication system, or for a local MCN, or registered
MCN, etc.). In addition, as will be described in greater detail
below, when in a client mode, the MCN communication
system can unencapsulate carrier and/or inter-MCN packets
received from host or relay MCN communication systems,
communicate user packets to UEs, servers, or other devices,
within the MCN provided by the client MCN communication
system, identify a requested MCN (described in greater detail
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below) for a user packet, encapsulate user packets from
devices that are to be processed by other MCN communica-
tion systems into inter-MCN packets and/or carrier packets,
and/or communicate the carrier packets to a host or relay
MCN communication system. In some embodiments, the
client MCN communication system can communicate the
user packet and/or inter-MCN packets over a traditional back-
haul link to a destination on the Internet, etc. Any combina-
tion of the aforementioned embodiments can be used as
desired.

Relay MCN communication systems can, in addition to
providing an independent network to devices withinits MCN,
be used to provide communication pathways between a client
or another relay MCN communication system and the host
MCN communication system. When operating in a relay
mode, the MCN communication system can include informa-
tion regarding other MCN communication systems as dis-
cussed in greater detail below (e.g., routing or identifier infor-
mation for a host MCN communication system, one or more
relay and/or client MCN communication systems, and/or for
alocal MCN or registered MCN, etc.). In addition, as will be
described in greater detail below, when in a relay mode, the
MCN communication system can perform all of the functions
of a client MCN communication system, as well as some
additional functions. For example, a relay MCN communica-
tion system can unencapsulate carrier and/or inter-MCN
packets received from other relay and/or host or client MCN
communication systems, communicate user packets to UEs
within the MCN provided by the relay MCN communication
system, determine how to route an user and inter-MCN pack-
ets to another MCN communication system, encapsulate user
and/or inter-MCN packets into a new carrier packet, and/or
transmit the new carrier packet to a host, client, or another
relay MCN communication system.

In certain embodiments, a relay MCN communication sys-
tem can determine that a carrier packet is meant for a host
MCN communication system or a particular client MCN
communication system without unencapsulating the carrier
packet. In such embodiments, the relay MCN communication
system can simply forward the carrier packet without exam-
ining the inter-MCN and/or user packet. For example, in
some instances, a destination identifier for a carrier packet
can be a host MCN communication system and the source
identifier can be a client MCN communication system (or
vice versa). In such instances, the relay MCN communication
system can simply forward the packet to or towards the MCN
communication system identified by the destination identi-
fier. In this way, the relay MCN communication system can
forward the carrier packet without having to analyze the inter-
MCN and/oruser packet. In some embodiments, a relay MCN
communication system can embed a carrier packet into an
additional carrier packet. In certain embodiments, the relay
MCN communication system can communicate the inter-
MCN and/or user packet over a traditional backhaul link to a
destination on the Internet, or another network etc. In some
embodiments, the relay MCN communication system can act
as a host MCN communication system to a client MCN com-
munication system, while acting as a client MCN communi-
cation system to a host MCN communication system. Any
combination of the aforementioned embodiments can be used
as desired.

Host MCN communication systems can, in addition to
providing an independent network to devices withinits MCN,
provide communication pathways between it and related cli-
ent MCN communication systems and/or from one client
MCN communication system to another MCN communica-
tion system (e.g., another client MCN communication sys-
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10
tem, another host MCN communication system and/or a stan-
dalone MCN communication system). In some

embodiments, a host MCN communication system can
include the information regarding other MCN communica-
tion systems as discussed in greater detail below (e.g., routing
and/or identifier information for client, relay, standalone,
other host, unrelated MCN communication systems, and/or
for a local MCN or registered MCN, etc.).

In addition, as will be described in greater detail below,
when in a host mode, the MCN communication system can
perform any one or all of the functions described above with
reference to the client or relay MCN communication system.
For example, the host MCN communication system can
encapsulate user packets from UEs that are to be processed by
other MCN communication systems into inter-MCN and/or
carrier packets, unencapsulate inter-MCN and/or carrier
packets received from relay or client MCN communication
systems, communicate user packets to UEs within the MCN
provided by the host MCN communication system, determine
how to route a user and/or inter-MCN packet to another MCN
communication system, identity the MCN communication
system requested by a user and/or inter-MCN packet to pro-
cess the user and/or inter-MCN packet (the requested MCN),
encapsulate the user and/or inter-MCN packet into a new
carrier packet, and/or transmit the new carrier packet. Insome
embodiments, the host MCN communication system can
communicate the inter-MCN and/or user packet over a tradi-
tional backhaul link to another host MCN communication
system, a standalone MCN communication system, or other
destination. Any combination of the aforementioned embodi-
ments can be used as desired.

Each MCN communication system 100 can include fewer,
more, or different components as desired. For example, the
control and data component 152 and the backhaul routing
component 156 can be implemented as a single component,
etc. Furthermore, the MCN communication system can
include multiple radio access components 150, multiple con-
trol and data components 152, multiple data stores 154, and/
or multiple backhaul routing components 156, etc., as
desired.

As used herein, the requested MCN can be based at least in
part on the destination of a packet. For user packets to/from a
UE, the requested MCN can refer to the local MCN of a UE
and/or the registered MCN of a UE. For example, for com-
munications from a UE to a MCN communication system, the
requested MCN can refer to the registered MCN of the UE.
For communications from a MCN communication system to
a UE, the requested MCN can refer to the local MCN of the
UE. For user packets directed to servers and other devices, the
requested MCN can refer to the MCN communication system
with which the server can communicate directly or via a
typical backhaul, and/or the MCN communication system
with which the server is registered. For example, the
requested MCN can be the MCN communication system with
which the server is co-located or in the same building, tent,
room, etc. For inter-MCN packets and carrier packets, the
requested MCN can refer to the MCN communication system
that is to process the packet. Accordingly, the meaning of the
requested MCN can vary depending on its context. Further-
more, it will be understood that any one or any combination of
the above-referenced embodiments can be used as desired.
Related MCN Communication Systems

FIG. 2 is a diagram of an embodiment of two sets of related
MCN communication systems. The first set of related MCN
communication systems includes a host MCN communica-
tion system (Host1) and client MCN communication systems
(Client1, Client2, and Client3). Host1l and Clients 1-3 can
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each provide a corresponding MCN 312, 314, 316, 318,
respectively. In addition, in the illustrated embodiment at
least one user equipment (UE) UE1, UE2, UE3, UE4 is
located in each MCN 314, 316, 318, and 312, respectively.

The second set of related MCN communication systems
can include a host MCN communication system (Host2) and
a client MCN communication system (Client4). The Host2
provides MCN 320 and Client4 provides MCN 322. In addi-
tion, UES is located within MCN 320 and UE6 is located
within MCN 322.

Each UE can be registered with one or more MCN com-
munication systems. Prior to registration with a MCN com-
munication system, the UE can communicate with the MCN
communication system using session identifiers or other
identifiers. Once registered with a MCN communication sys-
tem (registered MCN), the registered MCN can process pack-
ets to/from the UE and communicate with the UE using
source/destination identifiers, such as IP addresses, and/or the
session identifiers, etc.

In some embodiments, a UE can be located in the MCN of
one MCN communication system (local MCN), but regis-
tered with a different MCN communication system (regis-
tered MCN). In such cases, packets to/from the UE can be
forwarded to the registered MCN for processing. In addition,
communications between the UE and the local MCN can be
carried out using session identifiers or other identifiers that
can be different from the source/destination identifiers used
for communications between the UE and the registered MCN.

In certain embodiments, a UE can be registered with mul-
tiple MCN communication systems. For example, in some
embodiments, the different MCN communication systems
can have different applications that are only accessible to it
and UEs that are registered with it. Accordingly, the UE can
use different source identifiers depending on which registered
MCN and/or destination the UE is requesting to use or access.

With continued reference to FIG. 2, In the illustrated
embodiment, Host1, Host2, and Clients 1-4 are illustrated as
being located on the ground. However, it will be understood
that any one or more of the MCN communication systems can
be located on a moving object, such as an airplane, drone,
automobile, ship, boat, balloon, or other vehicle.

In some embodiments, the MCN communication systems
that are related can communicate with each other in a manner
similar to the way in which UEs communicate with a particu-
lar MCN communication system (e.g., for backhaul commu-
nications). For example, in some embodiments, Clients 1-3
can be configured to appear to Host1 as UEs and Client4 can
be configured to appear as a UE to Host2 In some embodi-
ments, Client3 can be configured to appear to Client2 as a UE.
Accordingly, backhaul communications, which would typi-
cally be carried out via satellite, microwave, or wired com-
munications can be carried out using a wireless standard that
is similar to, or the same as, the wireless standard used
between a MCN communication system and a UE, such as
those used in a one-to-many configuration (e.g., 3G, 4G LTE,
mobile WiMAX, etc.).

In certain embodiments, the various MCN communication
systems Hostl Host2 Clients 1-4, can also communicate with
each using a typical point-to-point backhaul standard, such as
any one, or a combination, of wired communication, satellite
communication, microwave or radio wave communication,
OFDM, fixed WiMAX, etc.

In addition to being related, the various MCN communi-
cation systems Host1, Host2, Clients 1-4 (or any subset or
combination thereof) can be organized as a network of MCN
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communication systems, as described in greater detail in U.S.
application Ser. No. 13/972,112, previously incorporated
herein by reference.

The MCN communication systems (e.g., Host1 and Clients
1-3 and/or Host2 and Client4) can be related together using
one or more unique identifiers, such as IP addresses, MAC
addresses, device names, random numbers, access point
names, etc. For example, Hostl can store identifiers for each
of Clients 1-3 and vice versa. Similarly, Host2 can store one
or more identifiers for Client4and vice versa.

In some embodiments each MCN communication system
can include a single identifier or multiple identifiers. More-
over, the identifier(s) for each MCN communication system
can include a single identifier or multiple identifiers for the
different components (or subcomponents) of the MCN com-
munication systems. For example, each of the MCN commu-
nication systems can include a single identifier or separate
identifiers for one or more of their respective components
(e.g., the radio access component 150, the control and data
component 152, the data store 154, and the backhaul routing
component 156). In some cases, subcomponents of the com-
ponents can have unique identifiers (e.g., the PGW, SGW,
HSS, MME, etc., of the control and data component 152 or
data store 154).

In some embodiments, Host1 can share all of the identifiers
of Clients 1-3 with Clients1-3. In certain embodiments, Host1
can share a subset of the identifiers with Clients1-3. For
example, Hostl can share one or more of its own identifiers
(e.g., access point name and/or an identifier for one or more of
the radio access component 150, the control and data com-
ponent 152, the data store 154, and the backhaul routing
component 156) with Clients 1-3. In some embodiments,
Host1 only shares a single identifier with Clients1-3, such as
the identifier for the backhaul routing component 156 of
Hostl In certain embodiments, Hostl does not share the
identifiers of Clients1-3 with Clients 1-3.

In some embodiments, the MCN communication systems
can be related based on user input. In certain embodiments,
the MCN communication systems (e.g., Hostl and Clients1-
3) can be automatically related together based on one or more
factors. For example, the MCN communication systems can
be related based on their proximity, radio communications,
and/or location, etc.

In some embodiments, Hostl can perform a search for
other MCN communication systems within its covered area
by broadcasting a query for other MCN communication sys-
tems to answer. The MCN communication systems that
respond can be related to Host1 as clients. For example, in the
illustrated embodiment, Clientland Client2 can respond. As
mentioned, previously, in some cases, Clientland Client2can
register with Host1 as UEs.

Similarly, Clientland Client2can broadcast a query for
other MCN communication systems. The MCN communica-
tion systems that respond to their queries can be related to
Host1 as clients and/or as clients to the respective client that
sent out the broadcast. For example, in the illustrated embodi-
ment, when Client2 sends out the broadcast query, Client3
can respond as it is within the coverage area 316 of Client2.
Client3 can then be related to Hostl as a client. In such an
instance, Host1 can track that to communicate with Client3, it
can use Client2.

In certain embodiments, when Client1, Client2, and/or Cli-
ent3 are activated, they can, in addition to providing an inde-
pendent network to devices within their respective MCNis,
look for a host MCN communication system. Once found,
Clientl, Client2, and/or Client3 can register with Host1 simi-
lar to the manner in which UEs register with a MCN commu-
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nication system. As mentioned above, in some embodiments,
when Client3 is activated, it can register with Client2 asa UE
of Client2.

In some instances, Client3 can be associated with Client2
as a client of Client2. Host1 can store the relationship infor-
mation of Client2 and Client3 for future reference. In some
embodiments where a MCN communication system is used
as a client MCN communication system to one MCN com-
munication system and a host MCN communication system
to another MCN communication system, the MCN commu-
nication system can be identified as a relay MCN communi-
cation system. Accordingly, in certain embodiments, a relay
MCN communication system can include functionality of
both a host MCN communication system and a client MCN
communication system. In the illustrated embodiment of
FIG. 2, Client2 can be identified as a relay MCN communi-
cation system (e.g., a host to Client3 and a client to Host1).

In some embodiments, as part of the detection and or
registration process, Hostl can perform a security check to
determine whether it can be related to the other Clients1-3. If
Clients1-3 pass the security check, Hostl can be related to
form a set. In certain embodiments, upon detection, Host1
and Clients1-3 are related together without a security check.

Once Hostl and Clients1-3 have been related, in some
embodiments, a user can select one of them to be the host. In
the illustrated embodiment, Host1 is selected as the host. The
Clients1-3 can then be identified as clients or relays. How-
ever, any one of Hostl or Clients1-3 can be selected as the
host.

In certain embodiments, the host can be selected, or iden-
tified, automatically based on one or more factors. For
example, Hostl can be selected based on its elevation. The
elevation can be obtained from a GPS unit or similar device.
For example, coverage areas corresponding to MCN commu-
nication systems at higher elevations can have a greater cov-
erage area and therefore be more desirable as a host. Further,
in battlefield conditions, MCN communication systems at
higher elevations may be safer. Accordingly, in some embodi-
ments, the MCN communication system at a higher elevation
or the highest elevation can be selected as the host. In certain
embodiments, the MCN communication system at a lower
elevation, or the lowest elevation, can be selected as the host.

In some embodiments, the host is selected based on which
MCN communication system has the strongest and/or most
reliable connection with a backhaul link. In certain embodi-
ments, the Host1 can be selected based on the range of the
corresponding coverage area. The MCN communication sys-
tems can analyze radio strength, frequency spectrum, sur-
rounding terrain features (e.g., elevation changes, climate,
etc.), and other factors to estimate the range of the different
coverage areas. The terrain features can be obtained by deter-
mining the location of the MCN communication systems
using a global-positioning satellite system (GPS) or other
location identification system and using one or more maps,
such as a topographical map, etc. In some embodiments, the
MCN communication system corresponding to the coverage
area with the largest coverage area can be selected as the host.
In certain embodiments, the coverage area with the smallest
range or middle range can be selected as the host. In certain
embodiments, Hostl can be selected based on its location. For
example, the MCN communication system that is closest to or
farthest away from a command center can be selected as the
host. Location information of the command center can be
compared with location information of the MCN communi-
cation systems to determine the distance between them.

Furthermore, the host can be selected based on an identifier
of the MCN communication systems and/or an identifier of
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the group associated with the MCN communication system.
For example, the MCN communication system associated
with a company commander can be automatically designated
as the host.

Hostl can obtain various types of information from Cli-
ents1-3. For example, in some embodiments, Hostl can
obtain the UE information regarding the UEs in the different
coverage areas 312, 314, 316, 318. Hostl can also obtain
additional information from Clients1-3, such as the location
of each Clients1-3, network configuration parameters, error
information, and the like. In some instances, Host1 can obtain
identification information regarding Clients1-3. For example,
Hostl can obtain identifiers, such as IP addresses for the
various component and subcomponents of Clients1-3. In
some instances, Hostl can obtain network identifiers of Cli-
ents1-3, such as access point names, etc. In some embodi-
ments, Host1 does not obtain any information from Clients1-
3, but simply passes information along to Clients1-3, such as
identification information for Hostl In some cases, some or
all of the information regarding Clients1-3 is provided to
Host1 by a user.

In addition, Hostl can generate data that can be shared
between Hostl and Clients1-3 Hostl can transmit some or all
of the generated data to Clients1-3 In this way, Hostl and
Clients1-3 can include all of the information regarding each
other. In some embodiments, the shared data includes all the
data found on Host1 including information regarding other
MCN communication systems that are not related to Hostl
and Clients1-3 such as information regarding Host2 and Cli-
ent4. In certain embodiments, Host1 only shares identifica-
tion information that enables Clients1-3 to communicate with
Host1 (e.g., a network identifier and/or one or more destina-
tion identifiers for the components/subcomponents of Host1).

Additional MCN communication systems can be related to
Hostl as desired. In some embodiments, a user can relate a
new MCN communication system to Host1 and Clients1-3 In
certain embodiments, a new MCN communication system
can be added based on the factors described above, such as
proximity to Host1 hierarchical information, user input, etc.
In some cases, Host1 can retrieve and/or receive identification
information from the new MCN communication system. In
certain embodiments, Hostl receives the identification infor-
mation from a user prior to, or after, communicating with the
new MCN communication system. Host1 can update its data
and, in some embodiments, can transmit the some of the data
to one or more of Clients1-3 and the new MCN communica-
tion system. For example, if the new MCN communication
system is to be a client MCN communication system of Cli-
ent2 (e.g., Client2 can act as a relay between the new MCN
communication system and Host1), Hostl can transmit the
relevant information to Client2, etc.

As conditions change, such as Host1 or Clients1-3 moving,
Host1 can update any relevant information, such as whether a
client is no longer within the coverage area of Hostl whether
a client requires a relay to communicate with Hostl and/or
whether a client is now acting as arelay for another client, etc.
In certain embodiments, Hostl can treat movement of Cli-
ents1-3 in a manner similar to which it handles the movement
ofits UEs.

In addition, in some embodiments, when a client MCN
communication system moves from the covered area of a first
host MCN communication system to the covered area of a
second host (or relay) MCN communication system, the cli-
ent MCN communication system can register with the second
host MCN communication system and/or unregister with the
first MCN communication system.
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In some instances, the client MCN communication system
can detect that the radio signal from the first host MCN
communication system is decreasing and/or that the radio
signal from the second MCN communication system is
increasing. Based at least in part on the detected radio signals
of'the first and/or second host MCN communication systems,
the client MCN communication system can change the MCN
communication system with which it is registered. In certain
embodiments, the client and/or host MCN communication
systems can change with which host MCN communication
system the client MCN communication system is registered
based at least in part on a detected location of the client, first
host, and/or second host MCN communication system.
Communication Routing Examples

Host1 can allow backhaul communications between it and
Clients1-3 (and their UEs). In some embodiments the back-
haul communications are provided without having to access a
typical backhaul link, such as a satellite, a microwave anten-
nae, a wired link, etc. In certain embodiments, the backhaul
communications are provided using a similar, or the same,
wireless standard that is used to provide communications
between a MCN communication system and a UE.

FIGS. 3A-3F provide various non-limiting examples of
how backhaul communications can be provided between
various MCN communication systems. Although several
embodiments illustrate communications between UEs
located within the MCNSs, it will be understood that similar
communications can occur with servers or other devices that
are accessible via the MCN communication systems and/or
the components of the MCN communication systems, etc.
Furthermore, it will be understood that one or any combina-
tion of the embodiments described with reference to FIGS.
3A-3F can be used as desired.

In the illustrated embodiment of FIG. 3A, communications
between a UE1 (located in MCN 314 and registered with
Host1) and UE4 (located in MCN 312 and registered with
Host1) are illustrated. It will be understood that as part of
being registered with Hostl one or more session identifiers
related to UE1 can be generated and stored at Clientl and/or
Host1 The session identifiers can identify that Clientl is the
local MCN for UE1 and that Host1 is the registered MCN for
UEL. The session identifiers can be used by Clientl to com-
municate directly with UE1 and route data to Host1 and can
be used by Hostl to route data to UEL.

Similarly one or more session identifiers related to UE4
can be generated and stored at Host1 The session identifiers
related to UE4 can identify that Host1 is the local MCN and
the registered MCN for UE4, and can be used by Hostl to
communicate directly with and route data to UE4. Further-
more, it will be understood that as the UEs and/or MCN
communication systems move, the session identifiers can be
updated to reflect any changes to the local MCN and the
registered MCN for the UEs.

Furthermore, as mentioned previously, Client1 can be con-
sidered, and treated as, a UE from Hostl ’s perspective.
Accordingly, as part of Clientl ’s registration with or rela-
tionship to Hostl session identifiers can be generated that
enable direct communication between the two MCN commu-
nication systems. In addition as described previously, the
communication between Clientl and Hostl can be treated
similar to, or the same, as communications between UE1 and
Client1 and/or UE4 and Host1 etc.

At (1), the UE1 transmits a user packet to Clientl. In the
illustrated embodiment, the user packet can include a source
identifier identifying UE1, a destination identifier identifying
UE4, and/or a session identifier for communications between
UE1 and Host1 (the registered MCN of UE1). The Client1 (2)
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processes the user packet and determines based at least in part
on data regarding UE1 that was stored when UE1 registered
with Host1 (e.g., the session identifier), that Host1 is to pro-
cess the user packet. In some instances, Client1 can determine
that Host1 is the registered MCN by comparing the session
identifier received from UE1 with a table of session identifiers
of UEs that are located within the MCN 314.

Based at least in part on the determination that another
MCN communication system is to process the user packet,
the identification of the registered MCN, and/or the one or
more sessions identifiers, Clientl can embed the user packet
into an inter-MCN packet. The inter-MCN packet can include
a source identifier identifying Client1 (e.g., one or more of its
components), a destination identifier identifying Host1 (e.g.,
one or more of its components), and the same session identi-
fier that was included in the user packet.

In addition, based at least in part on the determination that
another MCN communication is to process the user packet,
Client1 can embed the inter-MCN packet into a carrier packet
and (3) transmit the carrier packet to Host1 The carrier packet
can include a source identifier identifying Client1 (e.g., one or
more of its components), a destination identifier identifying
Host1 (e.g., one or more of its components), and the session
identifier that is used for communications between Clientl
and Host1.

In some embodiments, the destination identifier in the car-
rier packet is different than the destination identifier of the
inter-MCN packet. For example, in some instances, the des-
tination identifier of the inter-MCN packet can be the control
and data component 152 or one of its subcomponents (e.g.,
the PGW or SGW) of Host1 and the destination identifier of
the carrier packet can be the backhaul routing component 156
of Hostl.

Similarly, in certain embodiments, the source identifier in
the carrier packet can be different than the source identifier of
the inter-MCN packet. For example, in some instances, the
source identifier of the inter-MCN packet can be the control
and data component 152 or one of its subcomponents (e.g.,
the PGW or SGW) of Client1, and the source identifier of the
carrier packet can be the backhaul routing component 156 of
Client].

As mentioned previously, in some embodiments, the ses-
sion identifier of the carrier packet can be generated when
Clientl registers with and/or is related to Hostl and/or is
different from the session identifier in the inter-MCN and/or
user packet. As described previously, in some cases, the car-
rier packet is communicated to Hostl using the same, or
similar, wireless standard or technology that is used to (1)
communicate the user packet from UE1l to Clientl. For
example, as described above, Clientl can be registered with
Host1 as a UE of Host1.

Hostl (4) can process the carrier packet similar to the
manner in which it processes user packets from UE4. For
example, Host1 can analyze the session identifier of the car-
rier packet to determine that it is to process the packet. In
addition, as part of the processing, Host1 can determine that
there is an embedded packet. In some embodiments, Host1
can determine that the carrier packet includes an embedded
packet by analyzing any one or any combination of the source
identifier of the packet, the destination identifier of the packet,
the source identifier of the packet, and/or one or more flags in
the packet, etc. For example, if Hostl determines that the
source identifier of the packet matches an identifier of a
related MCN communication system (or one of its compo-
nents), that the destination identifier matches an identifier for
Host1 (or one of its components), the session identifier of
Host1 matches packet particular session identifier, and/or a
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flag is set indicating an embedded packet, Hostl can deter-
mine that the carrier packet includes an embedded packet.

In the illustrated embodiment of FIG. 3A, Hostl deter-
mines that the carrier packet includes an embedded packet,
and unencapsulates and processes the inter-MCN packet. As
part of the processing the inter-MCN packet, Host1 can deter-
mine that it is the destination of the inter-MCN packet. In
some embodiments, to determine that it is the destination of
the inter-MCN packet, Hostl can analyze the destination
identifier of the inter-MCN packet and/or the session identi-
fier of the inter-MCN packet. In addition, as part of the pro-
cessing, Host1 can determine that there is another embedded
packet.

Based at least in part on its determination, Host1 can unen-
capsulate and process the user packet. As part of the process-
ing, Hostl can determine that it is the registered MCN. In
some embodiments, it can determine that it is the registered
MCN based at least in part on the session identifier and/or the
source identifier of the user packet. In addition, Host1 can
analyze the destination identifier to determine that the desti-
nation (UE4) is accessible via Hostl In some embodiments,
Host1 can use a lookup table to identify a session identifier
that corresponds to the destination identifier (e.g., the session
identifier used for communications between UE4 and Host1).
Based at least in part on the session identifier that corresponds
to UE4, Hostl can determine that it is the local MCN and
registered MCN for UE4. Accordingly, Host1 can (5) transmit
the unencapsulated packet to the UE4. In some embodiments,
Host1 can transmit the user packet based at least in part on the
session identifier that corresponds to UE4.

At (6), the UE4 communicates a user packet to Hostl The
user packet can include a source identifier identifying UE4, a
destination identifier identifying UE1, and/or the session
identifier used for communications between UE4 and Host1.
Host1 can (7) process the user packet. As part of the process-
ing, Host1 can determine that it is the registered MCN, but can
also determine that UE1 is located within the MCN of Client1
(e.g., is not directly accessible to Host1). In some embodi-
ments, Host1 determines that it is the registered MCN based
at least in part on the session identifier associated with the
source identifier and/or the destination identifier, and deter-
mines that Client1 is the local MCN for UE1 based at least in
part on the session identifier associated with the destination
identifier.

Based at least in part on the determination that Client1 is
the local MCN for UEIL, Hostl can encapsulate the user
packet into an inter-MCN packet. The inter-MCN packet can
include a source identifier (Hostl), a destination identifier
(Client1) and/or a session identifier (session identifier for
communications between UE1 and Host1). Based at least in
part on the destination identifier and/or the session identifier
of the inter-MCN packet, Hostl can encapsulate the inter-
MCN packet into a carrier packet. The carrier packet can
include a source identifier identifying Hostl (e.g., one or
more of its components), a destination identifier identifying
Clientl (e.g., one or more one of its components), and the
session identifier for communications between Clientl and
Hostl In some embodiments, Hostl can determine the ses-
sion identifier for the carrier packet by performing a lookup of
the destination identifier of the carrier packet.

As mentioned previously, in certain instances, the source/
destination identifiers of the inter-MCN packet can be differ-
ent from the source/destination identifier of the carrier packet,
even though they are directed to the same MCN communica-
tion system. For example, the source/destination identifiers of
the inter-MCN packet can be directed to the control and data
component 152 or one of its subcomponents (e.g., SGW,
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PGW, etc.) of the MCN communication systems and the
source/destination identifier of the carrier packet can be
directed to the backhaul routing component 156 of the MCN
communication systems.

Host1 (8) communicates the carrier packet to Clientl, and
at (9) Clientl processes the carrier packet. As mentioned
previously, Host1l can communicate the carrier packet to Cli-
entl in a manner that is similar to the manner in which Host1
communicates a packet to UE4. For example, Hostl can use
the session identifier that is used for communications
between Hostl and Client1 to communicate the carrier packet
to Client].

As described in greater detail above with (4), Client1 can
determine the carrier packet includes an embedded packet,
and unencapsulate and process the embedded packet (the
inter-MCN packet). In processing the inter-MCN packet, Cli-
entl can determine that Clientl is the requested MCN for the
inter-MCN packet and that the inter-MCN packet. Based at
least in part on the determination, Client1 can unencapsulate
and process the user packet from the inter-MCN packet.

As part of the processing of the user packet, Clientl can
determine that while neither the source identifier nor destina-
tion identifier match any devices that are registered with
Clientl, UE1 is accessible via Client1 (e.g., using the session
identifier or other identifiers indicating Client1 is the local
MCN for UE1). Based at least in part on the session identifi-
ers, Client1 can (10) transmit the packet to the UEL.

FIG. 3B is a data flow diagram illustrating an embodiment
of communications from UE2 (located in the MCN 316 and
registered with Clientl) to UE1 (located in MCN 314 and
registered with Clientl). The steps (1)-(4) in the FIG. 3B can
be similar in most respects to the steps (1)-(4) described
above with reference to FIG. 3A. For example, (1) the user
packet from UE2 can be (2) processed by Client2 and embed-
ded within an inter-MCN packet. Based at least in part on the
session identifier indicating that Clientl is the registered
MCN for UE2, the inter-MCN packet can include a destina-
tion identifier for Client1. In addition, the inter-MCN packet
can include a source identifier for Client2 and/or a session
identifier for communications between UE2 and Client1 (in-
cluding the direct communication between Client2 and UE2).
As described previously, based at least in part on a determi-
nation by Client2 that it is not the requested MCN (e.g., is not
the registered MCN in this instance), Client2 can embed the
inter-MCN packetin a carrier packet for (3) Host1 The source
identifier of the carrier packet can identify Client2 (e.g., back-
haul routing component 156 of Client2), the destination iden-
tifier of the carrier packet can identifier Host1 (e.g., backhaul
routing component 156 of Host1), and the session identifier
can be the session identifier for communications between
Client2 and Host1.

In addition, as mentioned previously, Hostl can treat the
carrier packet from Client2 similar to the way in which Host1
treats user packets from UFE4 (e.g., Hostl can treat Client2 as
a UE). In some embodiments, as part of the (4) processing,
Host1 can unencapsulate and process the inter-MCN packet
from the carrier packet. As mentioned previously, the inter-
MCN packet can include a source identifier (Client2), a des-
tination identifier (Client1), and/or a session identifier (com-
munications between UE2 and Client1).

In addition, as part of the (4) processing, Host1 can deter-
mine that it is not the requested MCN (e.g., is not the regis-
tered MCN in this instance). In some embodiments, Host1
can determine that it is not the requested MCN based at least
in part on a comparison of the destination identifier of the
inter-MCN packet (e.g., control and data component of Cli-
entl, PGW of Clientl, etc.) with an identifier of Hostl (e.g.,
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control and data component 152 of Hostl PGW of Hostl
etc.). Based at least in part on the determination that Host1 is
not the requested MCN, Hostl can encapsulate the inter-
MCN packet in a new carrier packet. The new carrier packet
caninclude a source identifier (Host1), a destination identifier
(Clientl1), and a session identifier (communications between
Hostl and Clientl). Hostl can (5) communicate the new
carrier packet to Clientl. As mentioned previously, Hostl can
identify or treat Clientl as a UE. For example, to determine
the session identifier for the carrier packet, Hostl can perform
a lookup based at least in part on the destination identifier.
Using the session identifier, Host1 can communicate that new
carrier packet to Clientl.

Clientl can (6) process the carrier packet. As described
previously, as part of the processing, Clientl can determine
there is an embedded packet within the carrier packet and
unencapsulate the embedded packet (the inter-MCN packet).
Clientl can process the inter-MCN packet (e.g., determine
that it is the requested MCN) and determine that there is an
embedded packet within the inter-MCN packet (the user
packet). Clientl can unencapsulate and process the user
packet. As part of processing the user packet, Clientl can
determine that it is the requested MCN based at least in part
on the session identifier for communications between UE2
and Clientl. In addition, as described previously, Client] can
determine that it is the local MCN for UE1 based at least in
part on the session identifier for communications with UE1
and (7) transmit the user packet to UE1 based at least in part
on the session identifier for communications between Client1
and UEL.

In some embodiments, such as when UE]1 and UE2 are
both registered with Client2, the user packet from UE2 to
Client2 can include a source identifier identifying UE2, a
destination identifier identifying UE1, and a session identifier
for communications between UE2 and Client2.

As part of the processing (2), Client2 can determine that it
is the requested MCN based at least in part on the session
identifier for communications between Client2 and UE2. Cli-
ent2 canalso determine that while it is the registered MCN for
UEL, it is not the requested MCN for UE1 (e.g., the local
MCN in this instance). As part of this determination, Client2
can determine that Client1 is the requested MCN (e.g., the
local MCN). Accordingly, Client2 can encapsulate the user
packet into an inter-MCN packet that includes a source iden-
tifier (Client2), a destination identifier (Clientl), and/or a
session identifier (communications between Client2 and
UE1). In addition, Clientl based at least on the determination
that it is not the requested MCN can encapsulate the inter-
MCN packet into a carrier packet with a source identifier
(Client2), destination identifier (Host1), and session identi-
fier (communications between Client2 and Host1).

As described in greater detail above, as part of the (4)
processing, Hostl can determine it is the requested MCN for
the carrier packet (e.g., based at least in part on the source
identifier of the carrier packet; the destination identifier of the
carrier packet and/or the session identifier of the carrier
packet); unencapsulate the inter-MCN packet; determine that
it is not the requested MCN and/or that Clientl is the
requested MCN based at least in part on the destination iden-
tifier of the inter-MCN packet and/or the session identifier of
the inter-MCN packet; encapsulate the inter-MCN packet
into a new carrier packet with a session identifier (communi-
cations between Clientl and Hostl), destination identifier
(Client1), and source identifier (Host1); and (5) communicate
the carrier packet to Clientl.

As part of the (6) processing, Client1 can determine it is the
requested MCN for the carrier packet (e.g., based at least in
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part on the source, destination and/or session identifier of the
carrier packet), unencapsulate the inter-MCN packet from the
carrier packet, determine that it is the requested MCN for the
inter-MCN packet (e.g., based at least in part on the destina-
tion identifier and/or session identifier of the inter-MCN
packet), unencapsulate the user packet from the inter-MCN
packet, determine that it is the requested MCN for the user
packet (e.g., based at least in part on the session identifier of
the user packet), and determine that even though UE1 is not
registered with it, UE1 is located within its MCN 314. In
some embodiments, Clientl determines that UE1 is located
within its MCN based at least in part on the session identifier
for communications between Client2 and UE1, which can
include data indicating that Client1 is the local MCN for UE1.
In certain embodiments, Clientl processes the user packet
from UE2 without using and/or reviewing the source or des-
tination identifier of the user packet.

At (7), Client1 can transmit the user packet from to UE1. In
some embodiments, Clientl can transmit the packet to UE1
based at least in part on the session identifier for communi-
cations between Client2 and UEL. In certain embodiments,
Client]l communicate the packet to UE1 without using and/or
reviewing the source destination identifier of the user packet.

FIG. 3C is a data flow diagram illustrating an embodiment
of communications between UE3 (located in the MCN 318
and registered with Host1) and UE4 (located in the MCN 312
and registered with Host1). Similar to the description above,
at (1) the UE3 can transmit a packet with a session identifier
(communications between Host1 and UE3), a source identi-
fier (UE3), and a destination identifier (UE4), and Client1 can
(2) determine that it is not the requested MCN (Host1 in this
example). Accordingly, Clientl can encapsulate the packet
from UE3 into an inter-MCN packet that includes a source
identifier (Client3), destination identifier (Host1) and a ses-
sion identifier (communications between UE3 and Hostl)
and encapsulate the inter-MCN packet into a carrier packet
that includes a session identifier (communications between
Client3 and Host1), a source identifier (Client3), and a desti-
nation identifier (Host1). In addition, Client3 can determine
that Hostl is accessible via Client2, and (3) transmit the
carrier packet to Client2.

Client2 can determine that the carrier packet is for Host1
and (4) transmit the carrier packet to Hostl In some embodi-
ments, Client2 can transmit the carrier packet to Hostl by
determining that the packet is a carrier packet and/or that the
source and/or destination identifier is another MCN commu-
nication system with which it is related, etc. Accordingly, in
some embodiments Client2 can be a relay MCN communi-
cation system between Hostl and Client3. Furthermore,
although not illustrated in FIG. 3C, Client2 can similarly
forward/transmit carrier packets from Hostl to Client3.

In certain embodiments, upon receiving the carrier packet
that is directed to Host1 Client2 can determine that Client2 is
not the requested MCN and embed the carrier packet in a
second carrier packet. The second carrier packet can include
a source identifier (Client2), a destination identifier (Host1),
and a session identifier (communications between Host1 and
Client2). Accordingly, in some embodiments, each relay
MCN communication system can embed the received packet
in an additional carrier packet.

Hostl can (5) process the carrier, inter-MCN, and user
packet and (6) transmit the user packet to the UE4, as
described in greater detail above with reference to steps (4)
and (5) of FIG. 3A. In embodiments where Client2 embeds
the carrier packet in an additional carrier packet, Hostl can
unencapsulate the one or more carrier packets before unen-
capsulating the inter-MCN and user packets.
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In some cases, when Client3(2) processes the packet from
UE3, it can encapsulate the inter-MCN packet in a carrier
packet with a destination identifier identifying Client2, and a
session identifier identifying communications between Cli-
ent3 and Client2. In such embodiments, Client2 can process
the carrier packet and the inter-MCN packet in a manner
similar to the example provided above with reference to
Host1 in step (4) of FIG. 3B. For example, Client2 can unen-
capsulate the inter-MCN packet, determine that it is not the
requested MCN for the inter-MCN packet, encapsulate the
inter-MCN packet in a new carrier packet with a source iden-
tifier (Client2), a destination identifier (Host1) and a session
identifier (communications between Client2 and Host1), and
communicate the new carrier packet to Host1.

In some cases, Client2 can act as a host for Client3 and one
ormore additional client MCN communication systems, such
that Client2 can identify the requested MCN of an inter-MCN
packet from one of its clients and transmit a carrier packet to
the requested MCN. In such embodiments, if Client2 does not
or cannot identify the requested MCN of the inter-MCN
packet (e.g., the requested MCN is not one of the clients of
Client2 and is not Host1), Client2 can encapsulate and trans-
mit the packet to Host1 for further processing. Accordingly,
Client2 can, in some instances, act as a client or UE to Host1
and act as the host to Client3 (e.g., Client3 can be registered
as a UE to Client2).

In some embodiments, Client2 can include identification
information for Client3 and Host1 such that it can relay infor-
mation between the two MCN communication systems. In
certain embodiments, Client2 does not include identification
information for all of the MCN communication systems
related to Hostl In such embodiments, Client2 can be con-
figured to relay communications between Client3 and Host1
and/or other client MCN communication systems that are
related to Hostl and that can communicate directly with
Client2 (or via another relay MCN communication system),
but that cannot communicate directly with Host1.

FIG. 3D is a data flow diagram illustrating an embodiment
of communications between UE3 (located in MCN 318 and
registered with Client2) and UE2 (located in the MCN 316
and registered with Client2). In the illustrated embodiment,
Client2 can act as a host to Client3. As such the steps (1)-(5)
in the illustrated embodiment can be performed in a manner
similar to the steps (1)-(5) described above with reference to
FIG. 3A. For example, the user packet from UE3 can include
a source identifier (UE3), a destination identifier (UE1)and a
session identifier (communications between Client2 and
UE3). After processing, Client3 can (3) transmit a carrier
packet that includes an inter-MCN packet and the user packet
from UE4 to Client2. The carrier packet can include a source
identifier (Client3), a destination identifier (Client2), and a
session identifier (communications between Client3 and Cli-
ent2). The Client2 can (7) process the carrier packet, inter-
MCN packet, and the embedded packet and (8) transmit/
forward the user packet to the UE2.

In some embodiments, such as when the carrier packet is
addressed to Host1 Client2 can forward the carrier packet to
Hostl. Hostl can process the carrier packet and the inter-
MCN packet to determine that the requested MCN for the
inter-MCN packet is Client2. Hostl can embed the inter-
MCN packet in a new carrier packet and transmit the new
carrier packet to Client2. Client2 can then process the carrier
packet, the inter-MCN packet, and the user packet, and trans-
mit/forward the user packet to UE2.

FIG. 3E is a data flow diagram illustrating an embodiment
of communications between UE2 (located in the MCN 316
and registered with Clientl) and an application/server that is
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accessible via Client1. For example, the server can be com-
municatively coupled to Client1locally via wired or wireless
communication (e.g., co-located with, in the same room, area,
building, etc.) and/or via a traditional backhaul link (e.g., via
satellite 350). In the illustrated embodiment, steps (1)-(6) can
be similar to steps (1)-(6) described above with reference to
FIG. 3B. For example, (1) the packet from the UE2 can
include a source identifier (UE2), a destination identifier (ap-
plication/server), and a session identifier (communications
between Clientl and UE2). Based on (2) the processing of the
packet from UE2, Client2 can (3) communicate a carrier
packet to Hostl, Hostl can (4) process the carrier and/or
inter-MCN packet, and (5) communicate a new carrier packet
with the inter-MCN and/or user packet to Client1. Clientl can
(6) process the carrier packet from Hostl and/or the inter-
MCN. As part of the processing, Client1 can determine that it
is the requested MCN for the carrier and/or inter-MCN
packet. In addition, as part of processing the user packet,
Client] can determine that it has access to the server. For
example, Client1 can perform a lookup based at least in part
on the destination identifier or server’s identifier. If Clientl
determines that the server is accessible (either locally or via
the satellite backhaul 350), Client1 can (7) communicate the
user packet to the server and/or the satellite 350 for further
routing.

In some embodiments, such as when Client2 s the regis-
tered MCN of UE2, as part of the (2) processing, Client2 can
encapsulate the user packet from the UE2 into a carrier packet
without an inter-MCN packet. As mentioned previously, in
some embodiments, inter-MCN packets can be omitted for
communications directed to devices other than user equip-
ment, such as servers, etc. Accordingly, at (3), Client2 can
communicate the carrier packet to Hostl, Host1 can (4) pro-
cess the carrier packet, and (5) communicate a new carrier
packet with the user packet to Client1. Client1 can (6) unen-
capsulate the user packet from the carrier packet and process
the user packet. As mentioned previously, as part of the pro-
cessing, Clientl can perform a lookup and (7) communicate
the user packet to a local server (or other device) and/or to the
satellite 350.

Similarly, in certain cases, such as when Host1 is the reg-
istered MCN of UE2, Client2 can (3) communicate a carrier
packet that includes an inter-MCN packet to the Hostl The
inter-MCN packet can include a source identifier (Client2)
and a destination identifier (Host1). As part of the (4) pro-
cessing, Hostl can unencapsulate the user packet from the
carrier and inter-MCN packets and determine that to access
the server, the packet is to be routed through Client1. Accord-
ingly, Hostl can encapsulate the user packet into a carrier
packet and (5) transmit the carrier packet to Clientl. In some
cases, the carrier packet transmitted from Hostl to Clientl
can omit the inter-MCN packet.

Packets received from the server and/or satellite 350 at
Client1 can be routed back to the UE2. For example, Clientl
can receive a user packet from the server and/or the satellite
350. The user packet can include a source identifier (the
server or other source), and a destination identifier UE2. In
some embodiments, because server is not a UE and/or does
not communicate with Clientl in a manner similar to a UE,
the packet does not include a session identifier. However, in
certain embodiments, the packet can include a session iden-
tifier. Client1 can perform a lookup based at least in part on
the destination identifier (UE2) of the user packet and deter-
mine that it is the registered MCN for UE2 and that Client2 is
the local MCN for UE2. In some embodiments, this informa-
tion can be included as part of a session identifier for com-
munications between Clientl and UE2.
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Based at least in part on the session identifier, the user
packet can be routed to Client2 using an inter-MCN packet
and one or more carrier packets (e.g., a carrier packet from
Client1 to Host1 and a carrier packet from Host1 to Client2),
similar to the examples described above. Client2 can process
the carrier packet from Hostl the inter-MCN packet from
Client1 and the user packet from the server, and communicate
the user packet to the UE2 based at least in part on the session
identifier for communications between Clientl and the UE2.

In some embodiments, such as when all communications
external to the related MCN communication systems are
handled by Hostl Clientl can, after processing the user
packet from UE2, encapsulate it in an inter-MCN packet and
a carrier packet for Hostl Host1 can unencapsulate the user
and/or inter-MCN packet and route it through the satellite
350, on behalf of Client1.

In such embodiments, for packets that come from the sat-
ellite 350 that are destined for the UE2, Host1 can encapsulate
and send the user and/or inter-MCN packet in an inter-MCN
and/or a carrier packet to Clientl. After processing the user
packet, Clientl can encapsulate the user and/or inter-MCN
packet in a new inter-MCN and carrier packet and send the
carrier packet to Host1. Host1 after processing the carrier and
inter-MCN packets can transmit a new carrier packet with the
inter-MCN packet to Client2 in a new carrier packet. Finally,
Client2 can process the carrier packet from Hostl the inter-
MCN packet from Client1 and the user packet from the server
and/or satellite 350, and forward the user packet to UE2 based
at least in part on a session identifier for communications
between Clientl and the UE2, as described in greater detail
above. In certain embodiments, rather than routing the packet
back-and-forth between Hostl and Client1, Hostl can deter-
mine that the UE2 is located in the MCN of Client2 and
process the packet accordingly without communicating with
Clientl.

FIG. 3F is a data flow diagram illustrating an embodiment
of communications between UE2 (located in the MCN 316
and registered with Client4) and UE6 (located in the MCN
322 and registered with Clientd). Steps (1)-(4) of the illus-
trated embodiment can be similar to the steps (1)-(4) of FIG.
3B, described previously.

For example, (1) the user packet from the UE2 can include
a source identifier (UE2), a destination identifier (UE6), and
a session identifier (communications between Client4 and
UE2). Based on the (2) processing of the user packet from
UE2, Client2 can (3) transmit the user packet embedded
within an inter-MCN packet that is embedded within a carrier
packet to Hostl, and Host1 can (4) process the carrier and
inter-MCN packets. As part of the processing, Hostl can
determine that it is neither the requested MCN for the inter-
MCN packet nor related to Clientd, but is associated with
Client4 as part of a network of MCN communication systems,
described in greater detail in U.S. application Ser. No. 13/972,
112, previously incorporated herein by reference. Accord-
ingly, Host1 can use routing information regarding Client4 to
communicate the inter-MCN packet to Host2 via the satellite
350 (or other typical backhaul).

Host2 can (6) process the inter-MCN packet and determine
that the requested MCN (the registered MCN in this instance)
is Client4. Based at least in part on the determination, Host2
can encapsulate the inter-MCN packet in a new carrier packet
and (7) transmit the carrier packet to Client4. Client4 can (8)
process the carrier, inter-MCN, and user packet and (9) com-
municate the user packet to the UE6.

As described in greater detail above, packets can be com-
municated from UE6 (located in the MCN 322 and registered
with Client4) to UE2 (located in the MCN 316 and registered

10

15

20

25

30

35

40

45

50

55

60

65

24

with Clientd), as well. For example, user packets from the
UEG6 to Client4 can include a source identifier (UE6), a des-
tination identifier (UE2), and a session identifier (communi-
cations between Client4 and UE2). As part of the registration
process between UE2 and Clientd, Clientd4 and/or Host2 can
retain information regarding how to access the UE2 (e.g., that
UE2 is located in the MCN of Client2 and/or that UE2 can be
accessed via Hostl and/or Hostl etc.). The Client4 and/or
Host2 can use the information regarding how to access the
UE2, such as the session identifiers to encapsulate user pack-
ets from UEG into inter-MCN and carrier packets, and com-
municate the inter-MCN and/or user packets to Host1 via the
satellite 350.

Furthermore, it will be understood that configurations
other than those described above can be used as desired. For
example, UE1 (located in MCN 314) and UE4 (located in
MCN 312) can each be registered with Client2. In such an
embodiment, communications between UE1 and UE4 can be
processed by Client2. As another example, UE1 (located in
MCN 314) and UE4 (located in MCN 312) can each be
registered with Client4. In such an embodiment, communi-
cations between UE1 and UE4 can be routed through and/or
processed by Clientd.

Moving MCN Communication Systems

Similar to the movement of MCN communication systems,
as described in greater detail in U.S. application Ser. No.
13/972,112, previously incorporated herein by reference,
Hostl, Host2 and Clients1-4 can move and Hostl and Host2
can track the movement of their respective clients, update
which MCN communication systems are related and can be
communicated with, which MCN communication systems
can be communicated with directly or indirectly via relay
MCN communication systems, provide relevant information
to affected UEs, etc. Furthermore, in some embodiments, if a
MCN communication system is no longer accessible directly
orindirectly via MCN communication systems, Host1, Host2
can maintain communication with it via a typical backhaul
(e.g., satellite 350). In certain embodiments, if moving MCN
communication systems and/or UEs changes the local MCN
of'a UE, a corresponding session identifier in the registered
MCN, the old local MCN, and/or the new local MCN can be
changed, created, deleted, etc.

Master Device Change in a NOM

Similar to the change of a Master Device in a network of
MCN communication systems, as described in greater detail
in U.S. application Ser. No. 13/972,112, previously incorpo-
rated herein by reference, the host for related MCN commu-
nication systems can be changed as well.

Packet Encapsulation

FIG. 4 is a flow diagram illustrative of an embodiment of a
routine 400 implemented by a MCN communication system
(generally referred to herein as the “receiving MCN”) for
encapsulating a packet. The receiving MCN can be a host
MCN communication system, a client MCN communication
system, and/or a relay MCN communication system. One
skilled in the relevant art will appreciate that the elements
outlined for routine 400 may be implemented by one or many
computing devices/components that are associated with the
receiving MCN, such as the control and data component 152
and/or the user/client component 156. Accordingly, routine
400 has been logically associated as being generally per-
formed by the receiving MCN, and thus the following illus-
trative embodiments should not be construed as limiting. In
addition, although reference below is made to packets being
transmitted to/from UEs, it will be understood that reference
to the UEs is for simplicity and that the routine 400 can be
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equally used to encapsulate packets to/from other destina-
tions, such as applications, servers, components of the MCN
communication systems, etc.

Atblock 402, the receiving MCN obtains a packet of data.
Thereceiving MCN can obtain the packet in a variety of ways.
For example, in some embodiments, the receiving MCN can
receive a user packet from a UE, server, or other device
located within the MCN of the receiving MCN and/or from a
server or other device that can communicate with the receiv-
ing MCN via a typical backhaul (e.g., wired, satellite, or
microwave communication). In certain embodiments, the
receiving MCN can receive or obtain an inter-MCN packet
from another MCN communication system, from the Internet
(or other network), and/or from a mobile core network com-
ponent (either its own, from a related MCN communication
system and/or via a typical backhaul). In certain cases, the
receiving MCN can obtain a user and/or an inter-MCN packet
after unencapsulating the user and/or inter-MCN packet from
acarrier packet, as described in greater detail below in FI1G. 5.

In some embodiments, the receiving MCN can receive
numerous user packets from a UE or other device (e.g., a
server, etc.) that is located within its covered area or from a
device that is remotely located and communicates via a typi-
cal backhaul. Generally, the types of user packets received
from the UE or other device can be in the form of user plane
traffic or control plane or signaling traffic. In some embodi-
ments, the user plane traffic can include a source/destination
identifier, a session identifier, as well as data for the destina-
tion (e.g., voice data, video data, application data, etc.). In
some embodiments, the user packet does not include a session
identifier, such as when the source of the packet is a server.

While in some cases, the control plane/signaling traffic can
include the source/destination identifiers and network identi-
fier, similar to user plane traffic, in some instances, the control
plane or signaling traffic from a UE does not include a source/
destination identifier. For example, a UE may not be regis-
tered with the receiving MCN, have an identifier assigned
from the receiving MCN at the time, and/or may not know the
IP address of the destination (e.g., the requested MCN). In
this context, the UE and receiving MCN (the MCN commu-
nication system with which the UE is communicating in this
instance) can identify each other based on session identifiers,
etc. Although the packet may not include a source/destination
identifier, it can still include the session identifier. Similarly,
when a client MCN communication is registering with a host
MCN communication system, communications between the
two can be done based at least in part on session identifiers.

In some instances, packets can be obtained by the receiving
MCN after it has processed a carrier packet and/or inter-MCN
packet that included an embedded inter-MCN and/or user
packet, as described in greater detail below with reference to
FIG. 5. Furthermore, packets obtained from the control and
data component 152 of the receiving MCN can identify a
requested MCN that is different than the receiving MCN.

At block 404, the receiving MCN determines that another
MCN communication system is to process the obtained
packet and/or the requested MCN is different from the receiv-
ing MCN. In some cases, to determine that the requested
MCN is a different MCN communication system (e.g., that
the packet is to be processed by a different MCN communi-
cation system), the receiving MCN can review the session
identifier and/or the network identifier of the packet (e.g., user
packet, inter-MCN packet and/or carrier packet). When the
network identifier of the packet is different from the network
identifier of the receiving MCN and/or the session identifier
does not indicate the receiving MCN is the registered MCN
and/or the local MCN, the receiving MCN can determine that
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the packet is to be processed by a different MCN communi-
cation system (e.g., that the requested MCN is different from
the receiving MCN). In some embodiments, the receiving
MCN determines that the packet is to be processed by a
different MCN communication system (e.g., the receiving
MCN is different form the requested MCN) without review-
ing the source/destination address of the packet and/or with-
out reviewing whether there is a source/destination address.

It will be understood that the receiving MCN can use a
variety of techniques to determine that the packet is to be
processed by a different MCN communication system or that
the requested MCN is different from the receiving MCN. For
example, the packet can include a flag indicating that the
receiving MCN is not to process the packet, etc. Furthermore,
in certain embodiments, the receiving MCN can review the
source/destination identifier to determine that the packet is to
be processed by a different MCN communication system. For
example, if the destination identifier of a user packet, inter-
MCN packet, and/or carrier packet matches an identifier for a
MCN communication or one of its components, the receiving
MCN can determine that it is the requested MCN. If the
destination identifier does not match, the receiving MCN can
determine that it is not the requested MCN. In some cases,
such as when the receiving MCN receives a carrier packet and
the source identifier matches the source identifier of the host
MCN communication system of the receiving MCN, the
receiving MCN can determine that it is the requested MCN. In
certain embodiments, such as when the receiving MCN
receives a user packet and the source identifier matches a UE
that is registered with the receiving MCN, the receiving MCN
can determine it is the requested MCN.

At block 406, the receiving MCN encapsulates the
obtained packet. In some cases, the receiving MCN encapsu-
lates the obtained packet within an inter-MCN packet. In
certain embodiments, the receiving MCN encapsulates the
obtained packet within a carrier packet based at least in part
on the determination that the packet is to be processed by a
different MCN communication system and/or that that the
requested MCN is different from the receiving MCN. Fur-
thermore, in some embodiments, the receiving MCN encap-
sulates the obtained packet in an inter-MCN packet and a
carrier packet. In certain embodiments, the receiving MCN
encapsulates the obtained packet within a carrier packet and
omits encapsulating the obtained packet within an inter-MCN
packet. For example, in some instances, if a packet is destined
for a device that is not a user equipment, the receiving MCN
can encapsulate an obtained user packet in a carrier packet
without encapsulating the user packet within an inter-MCN
packet.

In some embodiments, the source identifier of the carrier
packet can be the receiving MCN (e.g., the backhaul routing
component 156 or other component of the receiving MCN).
In certain embodiments, the destination identifier of the car-
rier packet can be the location of the requested MCN of the
inter-MCN packet or user packet, a relay MCN communica-
tion system, and/or the local MCN (e.g., the backhaul routing
component 156 of the requested MCN of the inter-MCN
packet or user packet, the backhaul routing component 156 of
the relay MCN communication system, or local MCN, etc.).

As non-limiting examples, if the receiving MCN is a client
MCN communication system, the destination identifier can
be the IP address of the backhaul routing component 156 of a
host or a relay MCN communication system related to the
client MCN communication system. If the receiving MCN is
a host or relay MCN communication system, the destination
identifier can be the IP address of the backhaul routing com-
ponent 156 of the requested MCN. If the host or relay MCN



US 9,226,192 B2

27

communication system does not have direct access to the
requested MCN, but the requested MCN is related to the host
or relay MCN communication system, the destination iden-
tifier can be the IP address of the backhaul routing component
156 of a relay MCN communication system (or an additional
relay MCN communication system) that is closer to the
requested MCN. It will be understood that identifiers other
than an IP address can be used and/or that components other
than the backhaul routing component 156 of the MCN com-
munication systems can be used.

In some cases, the session identifier of the carrier packet
can correspond to the communicative link between the
receiving MCN and the MCN communication system to
which the carrier packet is being sent directly. For example, if
the receiving MCN is transmitting the carrier packet directly
to a host or client MCN communication system, the session
identifier of the carrier packet can correspond to the session
identifier used for communications between the receiving
MCN and the host or client MCN communication system.
However, if the carrier packet is to pass through any relay
MCN communication systems, the session identifier of the
carrier packet can correspond to the session identifier used for
communications between the receiving MCN and the next
relay MCN communication system (e.g., the relay MCN
communication system in direct communication with the
receiving MCN).

In some instances, the session identifier of the carrier
packet can correspond to the session identifier used for com-
munications between the receiving MCN and the MCN com-
munication system that is to process the carrier packet. For
example, if the carrier packet is destined for a host MCN
communication system from a client MCN communication
system (or vice versa), the session identifier of the carrier
packet can correspond to the session identifier used for com-
munications between the receiving MCN and the host MCN
communication system (or client MCN communication sys-
tem) whether or not the carrier packet will pass through any
relay MCN communication systems. In such instances, in
some embodiments, any relay MCN communications sys-
tems that are traversed by the carrier packet can embed the
carrier packet in an additional carrier packet or forward the
carrier packet without embedding it in an additional carrier
packet and/or without unencapsulating the embedded packet,
as desired. Accordingly, in certain embodiments, a carrier
packet can include one or more embedded carrier packets in
addition to an embedded inter-MCN and/or user packet.

At block 408, the receiving MCN transmits the carrier
packet. In some embodiments, the receiving MCN transmits
the carrier packet to another MCN communication system
that is in direct communication with the receiving MCN. The
MCN communication system to which the carrier packet is
transmitted can be a host MCN communication system, a
client MCN communication system, and/or a relay MCN
communication system. In certain embodiments, the carrier
packet is transmitted as user plane traffic, regardless of the
contents of the embedded packet. For example, the embedded
user packet can include user plane or control plane traffic, but
the carrier packet can be transmitted as user plane traffic. In
this way, the backhaul communications between various
MCN communication systems can be the same as, or similar
to, the wireless standard used for communication between
UEs in a MCN and the components of the MCN communi-
cation system that provides the MCN. In some embodiments,
the carrier packets are transmitted/received/processed as
packets to/from UEs.
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Fewer, more, or different blocks can be used in routine 400
as desired. For example, any one or more blocks from routines
500 and/or 600, described below can be used in conjunction
with routine 400.

In addition, in certain embodiments, such as when the
receiving MCN is a host MCN communication system, the
receiving MCN can identify the requested MCN for an inter-
MCN packet, and use the identification to determine where to
send the inter-MCN packet. For example, the host MCN
communication system can include a table of the various
session identifiers that are used for communications between
the host MCN communication system and the client or relay
MCN communication systems that are related to the host
MCN communication system (e.g., have been registered as
UEs with the host MCN communication system) or routing
tables for MCN communication systems that are associated
with the host MCN communication (e.g., other MCN com-
munication systems that are part of the same network of MCN
communication systems, as described in greater detail in U.S.
application Ser. No. 13/972,112, previously incorporated
herein by reference).

The table can include destination identifiers and/or session
identifiers for each of the MCN communication systems
related to the host MCN communication system (e.g., IP
addresses or session IDs for the related MCN communication
systems and/or IP addresses for the components/subcompo-
nents of the related MCN communication systems). Addi-
tionally, the table can include destination identifiers for the
MCN communication systems that can communicate with the
requested MCN (e.g., a destination identifier for a standalone
MCN communication system and/or another host MCN com-
munication system that has access to the requested MCN).
Using the table, the host MCN communication system can
determine where the carrier packet that it has generated is to
be sent. For example, the host MCN communication system
can determine the session identifier or routing for the MCN
communication system that corresponds to the destination
identifier in the inter-MCN packet, etc.

Conversely, in some embodiments, after encapsulating the
inter-MCN packet in a carrier packet, client MCN communi-
cation systems always send the carrier packet to a particular
host MCN communication system or a particular relay MCN
communication system. In certain embodiments, client MCN
communication systems do not always send the carrier packet
to a particular host MCN communication system or a particu-
lar relay MCN communication system.

Furthermore, in some embodiments, prior to encapsulating
the obtained packet within the carrier packet, the receiving
MCN, such as ahost MCN communication system, can deter-
mine whether the requested MCN is related to the receiving
MCN. In some cases, the receiving MCN can determine
whether the requested MCN is related to the receiving MCN
based at least in part on a list of identifiers for other MCN
communication systems that are registered with the receiving
MCN. For example, as described above, each host MCN
communication system can include a list of client MCN com-
munication systems and/or relay MCN communication sys-
tems that are registered with the host MCN communication
system as UEs. The registered MCN communication systems
can either be directly accessible via wireless communication,
such as 4G LTE wireless communication, or indirectly acces-
sible via one or more relay MCN communication systems. In
some embodiments, the list of related MCN communication
systems can include all MCN communication systems that
are accessible without using a wired, satellite, and/or micro-
wave backhaul.
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In certain embodiments, the receiving MCN can determine
whether the requested MCN is related to the receiving MCN
based at least in part on whether the requested MCN is to be
accessed via one or more host, client, or relay MCN commu-
nication systems or whether the requested MCN is to be
accessed via another backhaul standard or technology. In
some embodiments, the receiving MCN can determine
whether the requested MCN is to be accessed via one or more
host, client or relay MCN communications systems based on
a comparison of an identifier of the host, client and relay
MCN communication systems that are related to the receiving
MCN in a host/client/relay relationship (e.g., other MCN
communication systems that are registered with the MCN
communication system and/or can be reached directly, or
indirectly without using another backhaul standard or tech-
nology, such as satellite or microwave, etc.).

As a non-limiting example, if the receiving MCN deter-
mines that the requested MCN is related to the receiving
MCN, the receiving MCN can proceed to encapsulate the
inter-MCN and/or user packet in a carrier packet, and transmit
the carrier packet. If the receiving MCN determines that the
requested MCN is not related to the receiving MCN, the
receiving MCN can transmit the obtained packet using a
different backhaul standard or technology. For example, the
receiving MCN can transmit the obtained packet via satellite,
wired, and/or microwave communication to the Internet, or
other network for routing, etc. Accordingly, the receiving
MCN can transmit the inter-MCN and/or user packet over a
typical backhaul to a server, or other device, or to another
MCN communication system, which may be the requested
MCN or may be a MCN communication system that can
access the requested MCN. In such embodiments, the receiv-
ing MCN can transmit the user and/or inter-MCN packet
without encapsulating it within a carrier packet. Any one or
any combination of the above-referenced embodiments can
be used as desired.

Processing Encapsulated Packets

FIG. 5 is a flow diagram illustrative of an embodiment of a
routine 500 implemented by a MCN communication system
(generally referred to herein as the “receiving MCN”) for
processing an encapsulated packet. The receiving MCN can
be a host MCN communication system, a client MCN com-
munication system, and/or a relay MCN communication sys-
tem. One skilled in the relevant art will appreciate that the
elements outlined for routine 500 may be implemented by
one or many computing devices/components that are associ-
ated with the receiving MCN, such as the control and data
component 152, the backhaul routing component 156, etc.
Accordingly, routine 500 has been logically associated as
being generally performed by the receiving MCN, and thus
the following illustrative embodiments should not be con-
strued as limiting. In addition, although reference below is
made to packets being transmitted to/from UEs, it will be
understood that reference to the UEs is for simplicity and that
the routine 500 can be equally used to encapsulate packets
to/from other destinations, such as applications, servers, com-
ponents of the MCN communication systems, etc.

Atblock 502, the receiving MCN receives a packet of data.
As described in greater detail above, the receiving MCN can
receive or obtain packets from a variety of locations and
components. In some embodiments, the receiving MCN
receives an inter-MCN and/or carrier packet from a client
MCN communication system, a host MCN communication
system, and/or a relay MCN communication system. As a
non-limiting example, the receiving MCN can receive an
inter-MCN and/or carrier packet from the backhaul routing
component 156 of another MCN communication system.
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At block 504, the receiving MCN determines that the
received packet includes an embedded packet, such as an
inter-MCN and/or user packet (e.g., the receiving MCN deter-
mines that the received packet is a carrier packet). In some
embodiments, the receiving MCN determines that the
received packet includes an embedded packet based atleastin
part on a review of the source, destination, and/or session
identifiers of the received packet. As a non-limiting example,
if the source of the received packet is a backhaul routing
component 156 of another MCN communication system and
the destination is the backhaul routing component 156 of the
receiving MCN, the receiving MCN can determine that the
received packet is a carrier packet and/or includes an embed-
ded packet. In some embodiments, the receiving MCN com-
pares the source identifier with IP addresses, or other identi-
fiers of backhaul routing components 156 of other MCN
communication systems related to the receiving MCN. If
there is a match, the receiving MCN can determine that the
packet is a carrier packet and includes an inter-MCN and/or
user packet. In some instances, if the destination identifier
matches an identifier of the backhaul routing component 156
of'the receiving MCN, the receiving MCN can determine that
the received packet is a carrier packet. Additionally, in some
embodiments, if the session identifier indicates communica-
tions are between two MCN communication systems, the
receiving MCN can determine that the received packet
includes an embedded packet.

Itwill be understood that the receiving MCN can determine
that the received packet is a carrier packet and/or includes an
embedded packet in a variety of ways. For example, other
components can be used rather than, or in addition to, the
backhaul routing component 156, and a comparison can be
made based at least in part on the identification of the com-
ponent(s) used. In some embodiments, the packet can include
a flag or other indicator indicating that it includes an embed-
ded packet and/or is a carrier packet. The indicator can be
implemented as a particular bit or multiple bits/bytes in the
packet, as a special IP address, source identifier, destination
identifier, etc.

At block 506, the receiving MCN unencapsulates the
embedded inter-MCN and/or user packet from the received
(carrier) packet. As part of the unencapsulation, the receiving
MCN can discard the carrier packet while maintaining the
content of the embedded packet.

At block 508, the receiving MCN processes the unencap-
sulated packet. In some embodiments, to process the unen-
capsulated packet, the receiving MCN performs at least some
of the routine 400, described above with reference to FIG. 4.
For example, in some embodiments, such as when the receiv-
ing MCN is a host or relay MCN communication system, the
receiving MCN can determine that the requested MCN is
different from the receiving MCN, encapsulate the inter-
MCN and/or user packet within a new carrier packet based at
least in part on the determination that the inter-MCN and/or
user packet is to be processed by a different MCN communi-
cation system or that that the requested MCN is different from
the receiving MCN, and/or transmit the new carrier packet. In
some instances, such as when the receiving MCN is a host
MCN communication system, the receiving MCN can also
determine that the requested MCN is related to the receiving
MCN prior to encapsulating the unencapsulated packet.

In certain embodiments, such as when the receiving MCN
is a host MCN communication system, if the receiving MCN
determines that the requested MCN is not related to the
receiving MCN, processing at block 508 can include forward-
ing the inter-MCN and/or user packet towards the requested
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MCN via a typical backhaul link, such as wired, satellite,
and/or microwave communications.

In some embodiments, such as when the receiving MCN
determines that it is the requested MCN, the processing at
block 508 can include unencapsulating a user packet from an
inter-MCN packet and/or forwarding the user packet based at
least in part on the destination identifier. As non-limiting
examples, if the destination identifier identifies a UE located
within the covered area provided by the receiving MCN, the
receiving MCN can communicate the user packet to the UE
based at least in part on a session identifier for the UE. If the
destination identifier identifies a component of the receiving
MCN, the receiving MCN can forward the unencapsulated
packet to the respective component, such as, but not limited to
one or more of the radio access component 150, the control
and data component 152 (e.g., PGW, SGW, MME, PCRF,
etc.), the data store 154 (e.g., HSS), and/or the backhaul
routing component 156, etc.

If the destination identifier identifies a server, another
MCN communication system, or other device that is acces-
sible via the receiving MCN, the processing at block 508 can
include forwarding the unencapsulated packet towards its
destination. In some cases, the receiving MCN can use the
Internet or other backhaul technologies (e.g., satellite, wired
communications, microwave communications, etc.) to trans-
mit an unencapsulated packet or a carrier packet. In some
instances, such as when a server is proximately located to the
receiving MCN, the receiving MCN can communicate the
user packet to the server without using another backhaul
technology.

In certain embodiments, such as when the receiving MCN
is the requested MCN for a user packet and the destination is
registered with the receiving MCN, but the destination is not
directly accessible to the receiving MCN, the processing at
block 508 can include encapsulating the user packet into an
inter-MCN and/or carrier packet and transmitting the inter-
MCN and/or carrier packet towards the destination. For
example, in some cases, the local MCN is different than the
registered MCN. In such embodiments, when the receiving
MCN processes the packet, it can transmit the user packet in
an inter-MCN and/or a carrier packet towards the local MCN.

In some embodiments, the receiving MCN can determine
where the UE is located based at least in part on session
identifiers that are established when the UE registers with the
registered MCN. Based on the determined location of the UE,
the receiving MCN can transmit the inter-MCN packet and/or
carrier packet to or towards the local MCN. For example, if
the local MCN is related to the receiving MCN, the receiving
MCN can transmit a carrier packet including the packet to or
towards the local MCN. If the local MCN is not related to the
receiving MCN (but is associated with the receiving MCN),
the receiving MCN can transmit an inter-MCN packet to or
towards the local MCN.

In some embodiments, such as when the receiving MCN is
the local and/or requested MCN, but is not the registered
MCN, the processing at block 508 can include communicat-
ing with the destination using one or more session identifiers.
For example, when the receiving MCN is the local MCN for
a UE, but is not the registered MCN for the UE, the commu-
nications between the UE and the receiving MCN can be
based at least in part on a session identifier. Accordingly,
when the receiving MCN receives a packet for the UE, it can
use the session identifier to relay the packet to the UE.
Accordingly, in some embodiments, the receiving MCN can
communicate with a UE (or other destination within its
MCN) without using a destination identifier, such as an IP
address. In some cases, even when the receiving MCN is the
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local MCN and the registered MCN, the receiving MCN can
use a session identifier for communications with the UE.

In certain embodiments, all communications between the
receiving MCN and the UE can be done without using a
destination identifier, including all user plane traffic and all
control plane traffic. In some embodiments, however, at least
some of'the communications between the receiving MCN and
the UE can be done using a destination identifier. [0140]
Fewer, more, or different blocks can be used in routine 500 as
desired. For example, any one or more blocks from routines
400 and/or 600, can be used in conjunction with routine 500.
In addition, in some embodiments, such as when the receiving
MCN is a relay or host MCN communication system, prior to
unencapsulating the inter-MCN or user packet from the car-
rier, the receiving MCN can determine whether it is to for-
ward the carrier packet without unencapsulating the inter-
MCN or user packet. For example, as part of the routine 500,
the receiving MCN can determine that the destination of the
carrier packet is a different MCN communication system and
can forward the carrier packet towards its destination. Any
one or any combination of the above-referenced embodi-
ments can be used as desired.

Processing Incoming Packets

FIG. 6 is a flow diagram illustrative of an embodiment of a
routine 600 implemented by a MCN communication system
(generally referred to herein as the “receiving MCN”) for
processing an incoming packet. The receiving MCN can be a
host MCN communication system, a client MCN communi-
cation system, a relay MCN communication system, the local
MCN, registered MCN, and/or requested MCN. One skilled
in the relevant art will appreciate that the elements outlined
for routine 600 may be implemented by one or many com-
puting devices/components that are associated with the
receiving MCN, such as the control and data component 152,
the backhaul routing component 156, etc. Accordingly, rou-
tine 600 has been logically associated as being generally
performed by the receiving MCN, and thus the following
illustrative embodiments should not be construed as limiting.
In addition, although reference below is made to packets
being transmitted to/from UEs, it will be understood that
reference to the UEs is for simplicity and that the routine 600
can be equally used to encapsulate packets to/from other
destinations, such as applications, servers, components of the
MCN communication systems, etc.

At block 602, the receiving MCN obtains a packet, as
described in greater detail above with reference to block 402
of FIG. 4, FIG. 2, FIGS. 3A-3F, and elsewhere. In some
embodiments, such as when the packet is a user packet and/or
a carrier packet the receiving MCN can analyze the source,
destination, and/or session identifier of the obtained packet.

At decision block 604, the receiving MCN determines
whether the requested MCN is the same as the receiving
MCN. As described in greater detail above with reference to
block 404 of F1G. 4, F1G. 2, FIGS. 3A-3F, and elsewhere, the
receiving MCN can determine whether it is the requested
MCN based at least in part on a review of the session identi-
fier, source identifier, and/or destination identifier.

If it is determined that that the receiving MCN is the
requested MCN, the receiving MCN can move to decision
block 608 and determine whether the obtained packet
includes an embedded packet. As described in greater detail
above with reference to block 504 of FIG. 5, FIG. 2, FIGS.
3A-3F, and elsewhere, the receiving MCN can determine
whether the obtained packet includes an embedded packet
based at least in part on the source and/or destination identi-
fiers of the packet, the session identifier of the packet and/or
a flag in the packet.
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If it is determined that the packet includes an embedded
packet (e.g., the obtained packet is an inter-MCN or a carrier
packet), the receiving MCN can move to block 608 and unen-
capsulate a user packet from the inter-MCN or carrier packet
and/or unencapsulate an inter-MCN packet from the carrier
packet, as described in greater detail above with reference to
block 506 of F1G. 5, F1G. 2, FIGS. 3A-3F, and elsewhere. The
receiving MCN can then determine whether the requested
MCN of the unencapsulated inter-MCN or unencapsulated
user packet is the same as the receiving MCN, as illustrated at
block 604 and described previously.

On the other hand, if it is determined that the packet does
not include an embedded packet, the receiving MCN can
move to decision block 610 and determine whether the des-
tination is local (e.g., whether the receiving MCN is the local
MCN for the destination). As described in greater detail
above, to determine whether the destination is local, the
receiving MCN can review the session identifier of the user
packet, the destination identifier of the user packet, and/or the
session identifier of the destination/destination identifier. As
described above, in some instances a UE or other device can
be registered with a MCN communication system but
remotely located from it. In such embodiments, the receiving
MCN can store data (e.g., one or more session identifiers)
regarding the location of the UE or other device and/or how to
access the device (e.g., an identifier for the MCN communi-
cation system that can communicate with the device, etc.).

If it is determined that the destination is local (or is to be
accessed over a backhaul using the receiving MCN), the
receiving MCN can forward the user packet to the destination,
as illustrated at block 612. In some embodiments, such as
when the destination is registered with the receiving MCN,
the receiving MCN can forward/transmit the user packet to
the destination using one or more destination identifiers (e.g.,
1P addresses, etc.) and/or session identifiers. As non-limiting
examples, if the destination is a UE, the receiving MCN can
transmit/forward the packet using the IP address and/or ses-
sion identifier of the UE. If the destination is a server, the
receiving MCN can communicate/forward the packet using
the destination identifier. If the destination is a component of
the receiving MCN, the receiving MCN can forward the
packet to the destination using the destination identifier.

In some instances, such as when the destination is not
registered with the receiving MCN, the receiving MCN can
forward/transmit the packet using one or more session iden-
tifiers. For example, as described in greater detail above, one
or more identifiers can be used to track communications
between a non-registered UE and the receiving MCN. These
identifiers can be used to forward/transmit the packet to the
non-registered UE. In some embodiments, the receiving
MCN forwards/transmits the packet without using a destina-
tion identifier, such as an IP address, etc.

On the other hand, if the receiving MCN determines that
the destination is not local, the receiving MCN can move to
block 614 and embed the packet in an inter-MCN and/or
carrier packet. As part of this process, in some embodiments,
the receiving MCN can determine the location of the UE
and/or other device. For example, the receiving MCN can
review information that it has stored (or received) regarding a
UE that is registered with the receiving MCN and remotely
located (e.g., one or more session identifiers for the UE).
Based on the determined location of the UE, the receiving
MCN can route the inter-MCN and/or carrier packet towards
the determined location of the UE. In certain embodiments,
the receiving MCN can embed the packet in a carrier packet
without determining the location of the UE or other device.
For example, in certain embodiments, a client MCN commu-
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nication system, can rely on a host or relay MCN communi-
cation system to determine the location of the UE. In some
instances, the receiving MCN can embed a user packet in a
carrier packet without embedding the user packet in an inter-
MCN packet. For example, if the destination is a server that is
co-located with another MCN communication system, the
receiving MCN can encapsulate a packet for the server in a
carrier packet without encapsulating the packet within a inter-
MCN packet.

Atblock 616, the receiving MCN transmits the inter-MCN
and/or carrier packet. As described in greater detail above
with reference to block 408 of FI1G. 4, FIG. 2, FIGS. 3A-3F,
and elsewhere, the carrier packet can include source/destina-
tion identifiers, a network identifier, etc., and the receiving
MCN can transmit the carrier packet as user plane trafficto a
related MCN communication system. In some embodiments,
the carrier packet is transmitted using the same or similar
wireless standard that is used for transmitting packets
between a UE and the receiving MCN.

Returning to decision block 604, if the receiving MCN
determines that the requested MCN is not the same as the
receiving MCN, the receiving MCN can determine whether
the destination is accessible via a related MCN communica-
tion system, as illustrated at decision block 618. The receiv-
ing MCN can determine whether the destination is accessible
via a related MCN and/or whether the requested MCN is
related to the receiving MCN, in a variety of ways. In some
embodiments, as described in greater detail above, with ref-
erence to FIGS. 1 and 2, and elsewhere, the receiving MCN
can determine whether the requested MCN is related to the
receiving MCN and/or whether the destination is accessible
via a related MCN communication system by comparing the
session identifier of the packet with the session identifiers of
the MCN communication systems that are related to the
receiving MCN (e.g., host, client, and/or relay MCN commu-
nication systems related to the receiving MCN). If there is a
match, the receiving MCN can determine that the requested
MCN is related to the receiving MCN and/or that the desti-
nation is accessible via a related MCN communication sys-
tem. In certain embodiments, the receiving MCN can com-
pare the destination identifier with a table of identifiers of
related MCN communication systems. If there is a match, the
receiving MCN can determine that the requested MCN is
related and/or that the destination is accessible via a related
MCN communication system. In some instances, the receiv-
ing MCN can determine whether the requested MCN is
related to the receiving MCN based at least on a review of
MCN communications systems that are registered with the
receiving MCN as UEs and/or a review of MCN communi-
cations systems with which the receiving MCN is registered
asa UE.

Based at least in part on a determination that the destination
is accessible via a related MCN and/or the receiving MCN is
related to the receiving MCN, the receiving MCN can move to
blocks 614, 616 and embed the user and/or inter-MCN packet
in an inter-MCN and/or carrier packet and transmit the inter-
MCN and/or carrier packet, respectively, as described previ-
ously. In some embodiments, as described in greater detail
above with reference to FIGS. 2 and 3A-3F, and elsewhere,
the receiving MCN can identify a destination for the carrier
packet based at least in part on the identified requested MCN
of'the inter-MCN and/or user packet. In certain embodiments,
the receiving MCN can embed the inter-MCN and/or user
packet in the carrier packet and transmit the carrier packet
without identifying the requested MCN.

On the other hand, if the receiving MCN determines that
the destination is not accessible via a related MCN and/or the
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requested MCN is not related to the receiving MCN, the
receiving MCN can move to block 620 and determine
whether the destination is accessible and/or whether the
requested MCN is accessible. For example, as described in
greater detail above with reference to FIGS. 2 and 3A-3F, and
elsewhere, the receiving MCN can be associated with MCN
communication systems with which it is not related. For
example, a host MCN communication system can be associ-
ated with, or include information to access, one or more other
host MCN communication systems, clients of the other host
MCN communication systems, and/or standalone MCN com-
munication systems. In addition, the receiving MCN can
communicate with one or more external networks via a typi-
cal backhaul. To determine whether the receiving MCN is
associated with, or has access to, the requested MCN or the
destination, the receiving MCN can compare identifiers of the
associated MCN communication systems with the identifiers
in the packet (e.g., the source/destination identifiers, the net-
work identifier, and/or session identifiers, etc.). If there is not
a match, the receiving MCN can determine that it cannot
access the requested MCN and/or the destination and send an
error message, as illustrated at block 622. On the other hand,
if there is a match, the receiving MCN can determine that the
destination and/or requested MCN is accessible and transmit
the packet to or towards the destination and/or requested
MCN using another backhaul technology or standard, such as
wired, satellite, and/or microwave communications, and as
described in greater detail above with reference to FIGS. 2
and 3A-3F, and elsewhere.

Fewer, more, or different blocks can be used as part of the
routine 600 as desired. For example, any one or more blocks
from routines 400 and/or 500, described above, can be used in
conjunction with routine 600. In addition, in some embodi-
ments, such as when the receiving MCN is a client or relay
MCN communication system, the routine 600 can omit
blocks 618-624. In addition, in such embodiments, in some
cases, if the receiving MCN determines at decision block 604
that the requested MCN is not the same as the receiving MCN,
the receiving MCN can embed the packet in a carrier packet as
illustrated at block 614, and automatically transmit the carrier
packet, as illustrated at block 616. As described previously, in
some cases, such as when the receiving MCN is a relay MCN
communication system, the receiving MCN can embed
packet and automatically transmit the carrier packet to a host
with which the relay MCN communication system is regis-
tered, another relay that is registered with the relay MCN
communication system or with which the relay MCN com-
munication system is registered, or a client MCN communi-
cations system that is registered with the relay MCN commu-
nication system. In certain instances, such as when the
receiving MCN is a client MCN communications system, the
receiving MCN can embed the packet and automatically
transmit the carrier packet to a host or relay MCN communi-
cation system with which the client MCN communication
system is registered. In certain embodiments, if the obtained
packet is a carrier packet, the routine can include blocks 604
and 608, etc.

In addition, in some embodiments, such as when the
receiving MCN is a relay MCN communication system, as
part of block 614, the receiving MCN can, or attempt to,
identify the requested MCN of an inter-MCN packet. For
example, the receiving MCN can determine whether the
requested MCN of the inter-MCN packet is a host, client or
another relay MCN communication system that is registered
with the receiving MCN, or with which receiving MCN is
registered. If the requested MCN of the inter-MCN packet is
a host, client or another relay MCN communication system
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that is registered with the receiving MCN or with which
receiving MCN is registered, the receiving MCN can direct
the carrier packet to or towards the requested MCN of the
inter-MCN packet. If the requested MCN is not registered
with the receiving MCN and the receiving MCN is not regis-
tered with the requested MCN, the receiving MCN can direct
the carrier packet to a host MCN communication system.

In some embodiments, if the receiving MCN determines at
decision block 610 that the destination is not local it can move
to block 618 to determine whether the destination is acces-
sible via a related MCN communication system. If the receiv-
ing MCN determines that the local MCN is destination is
accessible via a related MCN communication system, the
receiving MCN can embed the packet in a carrier packet as
illustrated at block 614 and transmit the carrier packet to or
towards the local MCN, as illustrated at block 616, as
described previously.

Furthermore, in such embodiments, if the receiving MCN
determines that the local MCN is not destination is accessible
via a related MCN communication system, the receiving
MCN can move to block 620 and determine whether the
destination is accessible, described previously. Based on the
outcome of the determination, the receiving MCN can send
an error, as illustrated at block 622 or transmit the packet via
another backhaul, as illustrated at block 624. Any one or any
combination of the above-referenced embodiments can be
used as desired.

Non-limiting Example Embodiments

Various example embodiments of the disclosure can be
described in view of the following clauses:

Clause 1. A mobile cellular network system comprising:

a first mobile cellular network (MCN) communication
system located within a first covered area and config-
ured to generate a first MCN for the first covered area
and provide first communication links to one or more
first user equipment within the first covered area, the
first MCN communication system comprising:

a first radio access component configured to receive
first wireless communications according to a first
wireless standard from the one or more first user
equipment,

a first control and data component in communication
with the first radio access component and config-
ured to process the first wireless communications
according to the first wireless standard, and

a first data store comprising authentication data of the
one or more first user equipment within the first
covered area,

wherein the first MCN communication system indepen-
dently provides the first MCN for the one or more first
user equipment in the first covered area; and

a second MCN communication system located within a

second covered area and configured to generate a

second MCN for the second covered area and provide

second communication links to one or more second
user equipment within the second covered area, the
second MCN communication system comprising:

a second radio access component configured to
receive second wireless communications accord-
ing to the first wireless standard from the one or
more second user equipment,

a second control and data component in communica-
tion with the second radio access component and
configured to process the second wireless commu-
nications according to the first wireless standard,
and
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a second data store comprising authentication data of
the one or more second user equipment within the
second covered area,

wherein the second MCN communication system inde-
pendently provides the second MCN for the one or
more second user equipment in the second covered
area, and

wherein the first MCN communication system and the
second MCN communication system communicate
with each other using the first wireless standard.

Clause 2. The mobile cellular network system of Clause 1,
wherein the first MCN communication system is regis-
tered and communicates with the second MCN commu-
nication system as a user equipment of the second MCN
communication system.

Clause 3. The mobile cellular network system of Clause 1,
wherein the second MCN communication system is reg-
istered and communicates with the first MCN commu-
nication system as a user equipment of the first MCN
communication system.

Clause 4. A mobile cellular network system comprising:
a first mobile cellular network (MCN) communication

system located within a first covered area and config-
ured to generate a first MCN for the first covered area
and provide first communication links to one or more
first user equipment within the first covered area, the
first MCN communication system comprising:

a first radio access component configured to receive
first wireless communications according to a first
wireless standard from the one or more first user
equipment,

a first control and data component in communication
with the first radio access component and config-
ured to process the first wireless communications
according to the first wireless standard, and

a first data store comprising authentication data of the
one or more first user equipment within the first
covered area,

wherein the first MCN communication system indepen-
dently provides the first MCN for the one or more first
user equipment in the first covered area; and

wherein the first MCN communication system commu-
nicates with other MCN communication systems
using the first wireless standard.

Clause 5. The mobile cellular network system of Clause 4,
wherein the first MCN communication system further
comprises a first routing module, and wherein the first
MCN communication system is further configured to:
determine using an identifier of a first packet at the first

MCN communication system that the first MCN com-

munication system is different from a requested MCN

communication system;
based at least in part on the determination that the first

MCN communication system is different from the

requested MCN communication system, encapsulate

the first packet within a second packet, wherein a

destination address of the second packet comprises a

second routing module of a second MCN communi-

cation system and a source address of the second
packet comprises the first routing module, and

cause the first MCN communication system to transmit
the second packet to the second MCN communication
system using the first wireless standard.

Clause 6. The mobile cellular network system of Clause 5,
wherein the first packet is received from at least one of
the one or more first user equipment and the identifier of
the first packet comprises a session identifier.
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Clause 7. The mobile cellular network system of Clause 5,
wherein the first packet is obtained from the first control
and data component and the identifier of the first packet
comprises a destination identifier.
Clause 8. The mobile cellular network system of any of
Clauses 5-7, wherein to encapsulate the first packet
within the second packet, the MCN communication sys-
tem is further configured to:
encapsulate the first packet within a third packet,
wherein a destination address of the third packet com-
prises a control and data component of the requested
MCN communication system and a source address of
the third packet comprises the first control and data
component; and

encapsulate the third packet within the second packet.
Clause 9. The mobile cellular network system of any of
Clauses 5-8, wherein the second MCN communication
system is the requested MCN communication system.
Clause 10. The mobile cellular network system of any of
Clauses 5-9, wherein a destination for the first packet is
at least one of a user equipment within a second MCN
provided by the second MCN communication system, a
server accessible via the second MCN communication
system, and a component of the second MCN commu-
nication system.
Clause 11. The mobile cellular network system of any of
Clauses 5-8, wherein the requested MCN communica-
tion system is a third MCN communication system.
Clause 12. The mobile cellular network system of any of
Clauses 5-11, wherein the second MCN communication
system is configured to:
receive the second packet using the first wireless stan-
dard;

determine that the second packet includes an embedded
packet; and

based at least in part on a determination that the second
packet includes the embedded packet, unencapsulate
the first packet from the second packet.
Clause 13. The mobile cellular network system of Clause
12, wherein the second MCN communication system is
further configured to:
determine that the second MCN communication system
is the requested MCN communication system; and

based at least in part on a determination that the second
MCN communication system is the requested MCN
communication system, route the first packet towards
or to the destination.
Clause 14. The mobile cellular network system of Clause
12, wherein the second MCN communication system is
further configured to:
determine that the second MCN communication system
is different from the requested MCN communication
system; and

based at least in part on the determination that the second
MCN communication system is different from the
requested MCN communication system, encapsulate
the first packet within a third packet, wherein a desti-
nation address of the third packet comprises a third
routing module of a third MCN communication sys-
tem and a source address of the third packet comprises
the second routing module.

Clause 15. The mobile cellular network system of Clause
14, wherein at least one of the first MCN communication
system and the third MCN communication system are
registered with the second MCN communication system
as a user equipment of the second MCN communication
system.
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Clause 16. The mobile cellular network system of Clause 4,
wherein the first MCN communication system is further
configured to:
receive a first packet from a second MCN communica-

tion system using the first wireless standard;
determine that the first packet includes an embedded
packet; and
based at least in part on a determination that the first
packet includes the embedded packet, unencapsulate
a second packet from the first packet.
Clause 17. The mobile cellular network system of Clause
16, wherein the second MCN communication system is
registered with the first MCN communication system as
a user equipment of the first MCN communication sys-
tem.
Clause 18. The mobile cellular network system of any of
Clauses 16 and 17, wherein the first MCN communica-
tion system is further configured to:
determine based at least in part on an identifier in the
second packet that the first MCN communication sys-
tem is a requested MCN communication system; and

based at least in part on the determination that the first
MCN communication system is the requested MCN
communication system, route the first packet towards
or to the destination.
Clause 19. The mobile cellular network system of any of
Clauses 16-18, wherein the source of the second packet
is a user equipment or server in communication with the
second MCN communication system.
Clause 20. The mobile cellular network system of any of
Clauses 16-18, wherein the source of the second packet
is a mobile core network component of the second MCN
communication system.
Clause 21. The mobile cellular network system of any of
Clauses 16-20, wherein the destination for the second
packet is a user equipment within the first MCN or a
server in communication with the first MCN communi-
cation system.
Clause 22. The mobile cellular network system of any of
Clauses 16-20, wherein the destination for the second
packet is a mobile core network component of the first
MCN communication system.
Clause 23. The mobile cellular network system of any of
Clauses 16-20, wherein the second MCN communica-
tion system is further configured to:
determine based at least in part on an identifier in the
second packet that the second MCN communication
system is different from a requested MCN communi-
cation system;

based at least in part on the determination that the second
MCN communication system is different from the
requested MCN communication system, encapsulate
the second packet within a third packet, wherein a
destination address of the third packet comprises a
third routing module of a third MCN communication
system and a source address of the third packet com-
prises the first routing module; and

cause the first MCN communication system to transmit
the third packet to the third MCN communication
system using the first wireless standard.

Clause 24. The mobile cellular network system of Clause
23, wherein the third MCN communication system is
registered with the first MCN communication system as
a user equipment of the first MCN communication sys-
tem.

Clause 25. The mobile cellular network system of Clause 4,
wherein the first MCN communication system further
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comprises a first routing module, and wherein the first
MCN communication system is further configured to:
determine using an identifier of a first packet at the first

MCN communication system that the first MCN com-

munication system is different from a requested MCN

communication system;
based at least in part on the determination that the first

MCN communication system is different from the

requested MCN communication system, encapsulate

the first packet within a second packet, wherein a

destination address of the second packet comprises a

second routing module of a second MCN communi-

cation system and a source address of the second
packet comprises the first routing module, and

cause the first MCN communication system to transmit
the second packet to a third MCN communication
system using the first wireless standard,

wherein the third MCN communication system is con-
figured to:

receive the second packet using the first wireless stan-
dard;

determine that a destination of the second packet is the
second MCN communication system; and

based at least in part on the determination that the
destination of the second packet is the second MCN
communication system, transmit the second packet
to or towards the second MCN communication sys-
tem.

Clause 26. A method comprising:
independently providing a first mobile cellular network

(MCN) according to a first wireless standard to a first

covered area using a first mobile MCN communica-

tion system, wherein the first MCN communication is
located within the first covered area and comprises:

a first radio access component configured to receive
wireless communications from one or more first
user equipment located within the covered area,

a first control and data component in communication
with the first radio access component and config-
ured to process the first wireless communications
according to the first wireless standard, and

a first data store comprising authentication data of the
one or more first user equipment within the first
covered area; and

establishing communications with one or more other

MCN communication systems using the first wireless

standard.

Clause 27. The method of Clause 26, further comprising:
determining from an identifier of a first packet at the first

MCN communication system that the first MCN com-

munication system is different from a requested MCN

communication system;
based at least in part on a determination that the first

MCN communication system is different from the

requested MCN communication system, encapsulat-

ing the first packet within a second packet, wherein a

destination address of the second packet comprises a

second routing module of a second MCN communi-

cation system and a source address of the second
packet comprises the first routing module, and
causing the first MCN communication system to trans-
mit the second packet to the second MCN communi-
cation system using the first wireless standard.
Clause 28. The method of Clause 27, further comprising
receiving the first packet from at least one of the one or
more first user equipment, wherein the identifier of the
first packet comprises a session identifier.
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Clause 29. The method of Clause 27, further comprising
obtaining the first packet from the first control and data
component, wherein the identifier of the first packet
comprises a destination identifier.
Clause 30. The method of any of Clauses 27-29, encapsu-
lating the first packet within the second packet, com-
prises:
encapsulating the first packet within a third packet,
wherein a destination address of the third packet com-
prises a control and data component of the requested
MCN communication system and a source address of
the third packet comprises the first control and data
component; and

encapsulate the third packet within the second packet.

Clause 31. The method of any of Clauses 27-30, wherein
the second MCN communication system is the
requested MCN communication system.

Clause 32. The method of any of Clauses 27-31, wherein a
destination for the first packet is at least one of a user
equipment within a second MCN provided by the sec-
ond MCN communication system, a server accessible
via the second MCN communication system, and a com-
ponent of the second MCN communication system.

Clause 33. The method of any of Clauses 27-30, wherein
the requested MCN communication system is a third
MCN communication system.

Clause 34. The method of any of Clauses 27-33, further
comprising:
receiving at the second MCN communication system,

the second packet using the first wireless standard;
determining at the second MCN communication system
that the second packet includes an embedded packet;
and
based at least in part on the determining that the second
packet includes the embedded packet, unencapsulat-
ing the first packet from the second packet.
Clause 35. The method of Clause 34, further comprising:
determine that the second MCN communication system
is the requested MCN communication system; and

based at least in part on a determination that the second
MCN communication system is the requested MCN
communication system, route the first packet towards
or to the destination.
Clause 36. The method of Clause 34, further comprising:
determining that the second MCN communication sys-
tem is different from the requested MCN communi-
cation system; and

based at least in part on the determination that the second
MCN communication system is different from the
requested MCN communication system, encapsulat-
ing the first packet within a third packet, wherein a
destination address of the third packet comprises a
third routing module of a third MCN communication
system and a source address of the third packet com-
prises the second routing module.
Clause 37. The method of Clause 36, wherein the first
MCN communication system and the third MCN com-
munication system are registered with the second MCN
communication system as user equipment of the second
MCN communication system.
Clause 38. The method of Clause 25, further comprising:
receiving at the first MCN communication system a first
packet from a second MCN communication system
using the first wireless standard;

determining that the first packet includes an embedded
packet; and
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based at least in part on the determining that the first
packet includes the embedded packet, unencapsulat-
ing a second packet from the first packet.

Clause 39. The method of Clause 38, wherein the second
MCN communication system is registered with the first
MCN communication system as a user equipment of the
first MCN communication system.

Clause 40. The method of any of Clauses 38 and 39, further
comprising:
determining based at least in part on an identifier in the

second packet that the first MCN communication sys-

tem is a requested MCN communication system; and
based at least in part on the determining that the first

MCN communication system is the requested MCN

communication system, routing the first packet

towards or to the destination.

Clause 41. The method of any of Clauses 38-40, wherein
the source of the second packet is a user equipment or
server in communication with the second MCN commu-
nication system.

Clause 42. The method of any of Clauses 38-40, wherein
the source of the second packet is a mobile core network
component of the second MCN communication system.

Clause 43. The method of any of Clauses 38-42, wherein
the destination for the second packet is a user equipment
within the first MCN or a server in communication with
the first MCN communication system.

Clause 44. The method of any of Clauses 38-42, wherein
the destination for the second packet is a mobile core
network component of the first MCN communication
system.

Clause 45. The method of any of Clauses 38-42, further
comprising:
determining based at least in part on an identifier in the

second packet that the first MCN communication sys-

tem is different from a requested MCN communica-
tion system;
based at least in part on the determining that the first

MCN communication system is different from the

requested MCN communication system, encapsulat-

ing the second packet within a third packet, wherein a

destination address of the third packet comprises a

third routing module of a third MCN communication

system and a source address of the third packet com-
prises the first routing module; and

causing the first MCN communication system to trans-
mit the third packet to the third MCN communication
system using the first wireless standard.

Clause 46. The method of Clause 45, wherein the third
MCN communication system is registered with the first
MCN communication system as a user equipment of the
first MCN communication system.

Clause 47. A method comprising:
independently providing a first mobile cellular network

(MCN) according to a first wireless standard to a first

covered area using a first mobile MCN communica-

tion system, wherein the first MCN communication is
located within the first covered area and comprises:

a first radio access component configured to receive
wireless communications from one or more first
user equipment located within the covered area,

a first control and data component in communication
with the first radio access component and config-
ured to process the first wireless communications
according to the first wireless standard,

a first routing module and
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a first data store comprising authentication data of the
one or more first user equipment within the first
covered area; and

registering with a second MCN communication system
as a user equipment of the second MCN communica-
tion system.
Clause 48. A method comprising:
independently providing a first mobile cellular network

(MCN) according to a first wireless standard to a first

covered area using a first mobile MCN communica-

tion system, wherein the first MCN communication is
located within the first covered area and comprises:

a first radio access component configured to receive
wireless communications from one or more first
user equipment located within the covered area,

a first control and data component in communication
with the first radio access component and config-
ured to process the first wireless communications
according to the first wireless standard,

a first routing module and

a first data store comprising authentication data of the
one or more first user equipment within the first
covered area; and

registering a second MCN communication system as a
user equipment of the first MCN communication sys-
tem.

Clause 49. A method comprising:

independently providing a first mobile cellular network

(MCN) according to a first wireless standard to a first

covered area using a first mobile MCN communica-

tion system, wherein the first MCN communication is
located within the first covered area and comprises:

a first radio access component configured to receive
wireless communications from one or more first
user equipment located within the covered area,

a first control and data component in communication
with the first radio access component and config-
ured to process the first wireless communications
according to the first wireless standard,

a first routing module and

a first data store comprising authentication data of the
one or more first user equipment within the first
covered area; and

establishing communications with one or more other

MCN communication systems using the first wireless

standard;

receiving a first packet from a second MCN communi-
cation system using the first wireless standard;

determining that the first packet includes an embedded
packet; and

based at least in part on a determination that the second
packet includes the embedded packet, unencapsulat-
ing a second packet from the first packet and process-
ing the second packet.

Clause 50. A method comprising:

independently providing a first mobile cellular network

(MCN) according to a first wireless standard to a first

covered area using a first mobile MCN communica-

tion system, wherein the first MCN communication is
located within the first covered area and comprises:

a first radio access component configured to receive
wireless communications from one or more first
user equipment located within the covered area,

a first control and data component in communication
with the first radio access component and config-
ured to process the first wireless communications
according to the first wireless standard,
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a first routing module and
a first data store comprising authentication data of the
one or more first user equipment within the first
covered area; and

obtaining a first packet;

determining that the first MCN communication system
is different from a requested MCN communication
system,

based at least in part on the determining that the first
MCN communication system is different from the
requested MCN communication system, encapsulat-
ing the first packet within a second packet, wherein a
destination address of the second packet comprises a
component of a second MCN communication system
and a source address of the second packet comprises a
component of the first MCN communication system;
and

causing the first MCN communication system to trans-
mit the second packet to the second MCN communi-
cation system using the first wireless standard.

Terminology

Conditional language, such as, among others, “can,’
“could,” “might,” or “may,” unless specifically stated other-
wise, or otherwise understood within the context as used, is
generally intended to convey that certain embodiments
include, while other embodiments do not include, certain
features, elements and/or steps. Thus, such conditional lan-
guage is not generally intended to imply that features, ele-
ments and/or steps are in any way required for one or more
embodiments or that one or more embodiments necessarily
include logic for deciding, with or without user input or
prompting, whether these features, elements and/or steps are
included or are to be performed in any particular embodi-
ment.

Unless the context clearly requires otherwise, throughout
the description and the claims, the words “comprise,” “com-
prising,” and the like are to be construed in an inclusive sense,
as opposed to an exclusive or exhaustive sense; that is to say,
in the sense of “including, but not limited to.” As used herein,
the terms “connected,” “coupled,” or any variant thereof
means any connection or coupling, either direct or indirect,
between two or more elements; the coupling or connection
between the elements can be physical, logical, or a combina-
tion thereof. Additionally, the words “herein,” “above,”
“below,” and words of similar import, when used in this
application, refer to this application as a whole and not to any
particular portions of this application. Where the context
permits, words in the above Detailed Description using the
singular or plural number may also include the plural or
singular number respectively. The word “or” in reference to a
list of two or more items, covers all of the following interpre-
tations of the word: any one of the items in the list, all of the
items in the list, and any combination of the items in the list.
Likewise the term “and/or” in reference to a list of two or
more items, covers all of the following interpretations of the
word: any one of the items in the list, all of the items in the list,
and any combination of the items in the list.

Depending on the embodiment, certain operations, acts,
events, or functions of any of the algorithms described herein
can be performed in a different sequence, can be added,
merged, or left out altogether (e.g., not all are necessary for
the practice of the algorithms). Moreover, in certain embodi-
ments, operations, acts, functions, or events can be performed
concurrently, e.g., through multi-threaded processing, inter-
rupt processing, or multiple processors or processor cores or
on other parallel architectures, rather than sequentially.
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Systems and modules described herein may comprise soft-
ware, firmware, hardware, or any combination(s) of software,
firmware, or hardware suitable for the purposes described
herein. Software and other modules may reside and execute
on servers, workstations, personal computers, computerized
tablets, PDAs, and other computing devices suitable for the
purposes described herein. Software and other modules may
be accessible via local memory, via a network, via a browser,
or via other means suitable for the purposes described herein.
Data structures described herein may comprise computer
files, variables, programming arrays, programming struc-
tures, or any electronic information storage schemes or meth-
ods, or any combinations thereof, suitable for the purposes
described herein. User interface elements described herein
may comprise elements from graphical user interfaces, inter-
active voice response, command line interfaces, and other
suitable interfaces.

Further, the processing of the various components of the
illustrated systems can be distributed across multiple
machines, networks, and other computing resources. In addi-
tion, two or more components of a system can be combined
into fewer components. Various components of the illustrated
systems can be implemented in one or more virtual machines,
rather than in dedicated computer hardware systems and/or
computing devices. Likewise, the data repositories shown can
represent physical and/or logical data storage, including, for
example, storage area networks or other distributed storage
systems. Moreover, in some embodiments the connections
between the components shown represent possible paths of
data flow, rather than actual connections between hardware.
While some examples of possible connections are shown, any
of'the subset of the components shown can communicate with
any other subset of components in various implementations.

Embodiments are also described above with reference to
flow chart illustrations and/or block diagrams of methods,
apparatus (systems) and computer program products. Each
block of the flow chart illustrations and/or block diagrams,
and combinations of blocks in the flow chart illustrations
and/or block diagrams, may be implemented by computer
program instructions. Such instructions may be provided to a
processor of a general purpose computer, special purpose
computer, specially-equipped computer (e.g., comprising a
high-performance database server, a graphics subsystem,
etc.) or other programmable data processing apparatus to
produce a machine, such that the instructions, which execute
via the processor(s) of the computer or other programmable
data processing apparatus, create means for implementing the
acts specified in the flow chart and/or block diagram block or
blocks.

These computer program instructions may also be stored in
a non-transitory computer-readable memory that can direct a
computer or other programmable data processing apparatus
to operate in a particular manner, such that the instructions
stored in the computer-readable memory produce an article of
manufacture including instruction means which implement
the acts specified in the flow chart and/or block diagram block
or blocks. The computer program instructions may also be
loaded onto a computing device or other programmable data
processing apparatus to cause a series of operations to be
performed on the computing device or other programmable
apparatus to produce a computer implemented process such
that the instructions which execute on the computer or other
programmable apparatus provide steps for implementing the
acts specified in the flow chart and/or block diagram block or
blocks.

Any patents and applications and other references noted
above, including any that may be listed in accompanying
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filing papers, are incorporated herein by reference. Aspects of
the invention can be modified, if necessary, to employ the
systems, functions, and concepts of the various references
described above to provide yet further implementations of the
invention.
These and other changes can be made to the invention in
light of the above Detailed Description. While the above
description describes certain examples of the invention, and
describes the best mode contemplated, no matter how
detailed the above appears in text, the invention can be prac-
ticed in many ways. Details of the system may vary consid-
erably inits specific implementation, while still being encom-
passed by the invention disclosed herein. As noted above,
particular terminology used when describing certain features
or aspects of the invention should not be taken to imply that
the terminology is being redefined herein to be restricted to
any specific characteristics, features, or aspects of the inven-
tion with which that terminology is associated. In general, the
terms used in the following claims should not be construed to
limit the invention to the specific examples disclosed in the
specification, unless the above Detailed Description section
explicitly defines such terms. Accordingly, the actual scope of
the invention encompasses not only the disclosed examples,
but also all equivalent ways of practicing or implementing the
invention under the claims.
To reduce the number of claims, certain aspects of the
invention are presented below in certain claim forms, but the
applicant contemplates the various aspects of the invention in
any number of claim forms. For example, while only one
aspect of the invention may be recited as a means-plus-func-
tion claim under 35 U.S.C sec. 112(f) (AIA), other aspects
may likewise be embodied as a means-plus-function claim, or
in other forms, such as being embodied in a computer-read-
able medium. Any claims intended to be treated under 35
U.S.C. §112(f) will begin with the words “means for”, butuse
of'the term “for” in any other context is not intended to invoke
treatment under 35 U.S.C. §112(f). Accordingly, the appli-
cant reserves the right to pursue additional claims after filing
this application, in either this application or in a continuing
application.
What is claimed is:
1. A mobile cellular network system comprising:
a first mobile cellular network (MCN) communication sys-
tem located within a first covered area and configured to
generate a first MCN for the first covered area and pro-
vide first communication links to one or more first user
equipment within the first covered area, the first MCN
communication system comprising:
afirst radio access component configured to receive first
wireless communications according to a first wireless
standard from the one or more first user equipment,

a first control and data component in communication
with the first radio access component and configured
to process the first wireless communications accord-
ing to the first wireless standard, and

a first data store comprising authentication data of the
one or more first user equipment within the first cov-
ered area,

wherein the first MCN communication system indepen-
dently provides the first MCN for the one or more first
user equipment in the first covered area; and

a second MCN communication system located within a
second covered area and configured to generate a second
MCN for the second covered area and provide second
communication links to one or more second user equip-
ment within the second covered area, the second MCN
communication system comprising:
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a second radio access component configured to receive
second wireless communications according to the
first wireless standard from the one or more second
user equipment,

a second control and data component in communication
with the second radio access component and config-
ured to process the second wireless communications
according to the first wireless standard, and

a second data store comprising authentication data of the
one or more second user equipment within the second
covered area,

wherein the second MCN communication system indepen-

dently provides the second MCN for the one or more

second user equipment in the second covered area, and

wherein the first MCN communication system and the
second MCN communication system communicate with
each other using the first wireless standard.

2. The mobile cellular network system of claim 1, wherein
the first MCN communication system is registered and com-
municates with the second MCN communication system as a
user equipment of the second MCN communication system.

3. The mobile cellular network system of claim 1, wherein
the second MCN communication system is registered and
communicates with the first MCN communication system as
a user equipment of the first MCN communication system.

4. A mobile cellular network system comprising:

afirst mobile cellular network (MCN) communication sys-

tem located within a first covered area and configured to
generate a first MCN for the first covered area and pro-
vide first communication links to one or more first user
equipment within the first covered area, the first MCN
communication system comprising:

a first radio access component configured to receive first
wireless communications according to a first wireless
standard from the one or more first user equipment,

a first control and data component in communication
with the first radio access component and configured
to process the first wireless communications accord-
ing to the first wireless standard, and

a first data store comprising authentication data of the
one or more first user equipment within the first cov-
ered area,

wherein the first MCN communication system indepen-

dently provides the first MCN for the one or more first

user equipment in the first covered area; and

wherein the first MCN communication system communi-

cates with other MCN communication systems using the

first wireless standard.

5. The mobile cellular network system of claim 4, wherein
the first MCN communication system further comprises a
first routing module, and wherein the first MCN communica-
tion system is further configured to:

determine using an identifier of a first packet at the first

MCN communication system that the first MCN com-

munication system is different from a requested MCN

communication system;

based at least in part on the determination that the first

MCN communication system is different from the
requested MCN communication system, encapsulate the
first packet within a second packet, wherein a destina-
tion address of the second packet comprises a second
routing module of a second MCN communication sys-
tem and a source address of the second packet comprises
the first routing module, and

cause the first MCN communication system to transmit the

second packet to the second MCN communication sys-

tem using the first wireless standard.
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6. The mobile cellular network system of claim 5, wherein
the first packet is received from at least one of the one or more
first user equipment and the identifier of the first packet com-
prises a session identifier.

7. The mobile cellular network system of claim 5, wherein
the first packet is obtained from the first control and data
component and the identifier of the first packet comprises a
destination identifier.

8. The mobile cellular network system of claim 5, wherein
to encapsulate the first packet within the second packet, the
MCN communication system is further configured to:

encapsulate the first packet within a third packet, wherein a

destination address of the third packet comprises a con-
trol and data component of the requested MCN commu-
nication system and a source address of the third packet
comprises the first control and data component; and
encapsulate the third packet within the second packet.

9. The mobile cellular network system of claim 5, wherein
the second MCN communication system is the requested
MCN communication system.

10. The mobile cellular network system of claim 5, wherein
a destination for the first packet is at least one of a user
equipment within a second MCN provided by the second
MCN communication system, a server accessible via the
second MCN communication system, and a component of the
second MCN communication system.

11. The mobile cellular network system of claim 5, wherein
the requested MCN communication system is a third MCN
communication system.

12. The mobile cellular network system of claim 5, wherein
the second MCN communication system is configured to:

receive the second packet using the first wireless standard;

determine that the second packet includes an embedded
packet; and

based at least in part on a determination that the second

packetincludes the embedded packet, unencapsulate the
first packet from the second packet.

13. The mobile cellular network system of claim 12,
wherein the second MCN communication system is further
configured to:

determine that the second MCN communication system is

the requested MCN communication system; and

based at least in part on a determination that the second

MCN communication system is the requested MCN
communication system, route the first packet towards or
to the destination.

14. The mobile cellular network system of claim 12,
wherein the second MCN communication system is further
configured to:

determine that the second MCN communication system is

different from the requested MCN communication sys-
tem; and

based at least in part on the determination that the second

MCN communication system is different from the
requested MCN communication system, encapsulate the
first packet within a third packet, wherein a destination
address of the third packet comprises a third routing
module of a third MCN communication system and a
source address of the third packet comprises the second
routing module.

15. The mobile cellular network system of claim 14,
wherein at least one of the first MCN communication system
and the third MCN communication system are registered with
the second MCN communication system as a user equipment
of'the second MCN communication system.

16. The mobile cellular network system of claim 4, wherein
the first MCN communication system is further configured to:
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receive a first packet from a second MCN communication

system using the first wireless standard;

determine that the first packet includes an embedded

packet; and

based at least in part on a determination that the first packet

includes the embedded packet, unencapsulate a second
packet from the first packet.
17. The mobile cellular network system of claim 16,
wherein the second MCN communication system is regis-
tered with the first MCN communication system as a user
equipment of the first MCN communication system.
18. The mobile cellular network system of claim 16,
wherein the first MCN communication system is further con-
figured to:
determine based at least in part on an identifier in the
second packet that the first MCN communication system
is a requested MCN communication system; and

based at least in part on the determination that the first
MCN communication system is the requested MCN
communication system, route the first packet towards or
to the destination.

19. The mobile cellular network system of claim 16,
wherein the source of the second packet is a user equipment or
server in communication with the second MCN communica-
tion system.

20. The mobile cellular network system of claim 16,
wherein the source of the second packet is a mobile core
network component of the second MCN communication sys-
tem.

21. The mobile cellular network system of claim 16,
wherein the destination for the second packet is a user equip-
ment within the first MCN or a server in communication with
the first MCN communication system.

22. The mobile cellular network system of claim 16,
wherein the destination for the second packet is a mobile core
network component of the first MCN communication system.

23. The mobile cellular network system of claim 16,
wherein the second MCN communication system is further
configured to:

determine based at least in part on an identifier in the

second packet that the first MCN communication system
is different from a requested MCN communication sys-
tem;

based at least in part on the determination that the second

MCN communication system is different from the
requested MCN communication system, encapsulate the
second packet within a third packet, wherein a destina-
tion address of the third packet comprises a third routing
module of a third MCN communication system and a
source address of the third packet comprises the first
routing module; and

cause the second MCN communication system to transmit

the third packet to the third MCN communication sys-
tem using the first wireless standard.
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24. The mobile cellular network system of claim 23,
wherein the third MCN communication system is registered
with the first MCN communication system as a user equip-
ment of the first MCN communication system.

25. The mobile cellular network system of claim 4, wherein
the first MCN communication system further comprises a
first routing module, and wherein the first MCN communica-
tion system is further configured to:

determine using an identifier of a first packet at the first

MCN communication system that the first MCN com-

munication system is different from a requested MCN

communication system;

based at least in part on the determination that the first

MCN communication system is different from the
requested MCN communication system, encapsulate the
first packet within a second packet, wherein a destina-
tion address of the second packet comprises a second
routing module of a second MCN communication sys-
tem and a source address of the second packet comprises
the first routing module, and

cause the first MCN communication system to transmit the

second packet to a third MCN communication system

using the first wireless standard,

wherein the third MCN communication system is config-

ured to:

receive the second packet using the first wireless stan-
dard;

determine that a destination of the second packet is the
second MCN communication system; and

based at least in part on the determination that the des-
tination of the second packet is the second MCN
communication system, transmit the second packet to
or towards the second MCN communication system.

26. A method comprising:

independently providing a first mobile cellular network

(MCN) according to a first wireless standard to a first

covered area using a first mobile MCN communication

system, wherein the first MCN communication is
located within the first covered area and comprises:

a first radio access component configured to receive
wireless communications from one or more first user
equipment located within the covered area,

a first control and data component in communication
with the first radio access component and configured
to process the first wireless communications accord-
ing to the first wireless standard, and

a first data store comprising authentication data of the
one or more first user equipment within the first cov-
ered area; and

establishing communications with one or more other MCN

communication systems using the first wireless stan-

dard.
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